


I. Общие положения 

 

1.1. Положение о порядке обработки и защиты персональных данных 

Муниципального бюджетного учреждения дополнительного образования «Детская школа 

искусств № 6 им. В.А. Солоухина» города Владимира (далее – «Положение») разработано в 

соответствии Конституцией Российской Федерации, международными договорами 

Российской Федерации, Федеральным законом № 152-ФЗ от 27.07.2006 «О персональных 

данных» (далее - «Федеральный закон № 152 - ФЗ») и другими, определяющими случаи и 

особенности обработки персональных данных Федеральными законами (ст. 4 Федерального 

закона № 152 - ФЗ). Целью настоящего Положения является обработка и защита 

персональных данных обучающихся и их родителей (законных представителей) 

Муниципального бюджетного учреждения дополнительного образования «Детская школа 

искусств №6 им. В.А. Солоухина» города Владимира (далее – «Оператор») от 

несанкционированного доступа к персональным данных, неправомерного их использования 

или утраты. 

1.2. Основные понятия, используемые в настоящем Положении: 

1) персональные данные - любая информация, относящаяся к прямо или косвенно 

определенному или определяемому физическому лицу (субъекту персональных данных) (п. 

1, ст. 3 Федерального закона № 152 - ФЗ); 

2) обработка персональных данных - любое действие (операция) или совокупность 

действий (операций), совершаемых с использованием средств автоматизации или без 

использования таких средств с персональными данными, включая сбор, запись, 

систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, 

использование, передачу (распространение, предоставление, доступ), обезличивание, 

блокирование, удаление, уничтожение персональных данных (п. 3 ст. 3 Федерального закона 

№ 152 - ФЗ); 

3) автоматизированная обработка персональных данных - обработка персональных 

данных с помощью средств вычислительной техники (п. 4, ст. 3 Федерального закона № 152 

- ФЗ); 

4) распространение персональных данных - действия, направленные на раскрытие 

персональных данных неопределенному кругу лиц (п. 5, ст. 3 Федерального закона № 152 - 

ФЗ); 

5) предоставление персональных данных - действия, направленные на раскрытие 

персональных данных определенному лицу или определяемому кругу лиц (п. 6, ст. 3 

Федерального закона № 152 - ФЗ); 

6) блокирование персональных данных - временное прекращение обработки 

персональных данных (за исключением случаев, если обработка необходима для уточнения 

персональных данных) (п. 7, ст. 3 Федерального закона № 152 - ФЗ); 

7) уничтожение персональных данных - действия, в результате которых становится 

невозможным восстановить содержание персональных данных в информационной системе 

персональных данных и (или) в результате которых уничтожаются материальные носители 

персональных данных (п. 8, ст. 3 Федерального закона № 152 - ФЗ); 

8) обезличивание персональных данных - действия, в результате которых становится 

невозможным без использования дополнительной информации определить принадлежность 

персональных данных конкретному субъекту персональных данных (п. 9, ст. 3 Федерального 

закона № 152 - ФЗ); 

9) информационная система персональных данных - совокупность содержащихся в 

базах данных персональных данных и обеспечивающих их обработку информационных 

технологий и технических средств (п. 10, ст. 3 Федерального закона № 152 - ФЗ). 

1.3. Настоящее Положение утверждается директором Муниципального бюджетного 

учреждения дополнительного образовательного «Детская школа искусств № 6 им. В. А. 

Солоухина» города Владимира и является обязательным для исполнения всеми 
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обучающихся и их родителей (законных представителей)ми, имеющим доступ к 

персональным данных обучающихся и их родителей (законных представителей).  

 

II. Перечень информации, относящейся к персональным данным 

 

2.1. Перечень информации, относящейся к персональным данным обучающихся и 

их родителей (законных представителей) определен в Приложении № 1 к настоящему 

Положению. 

2.2. Сведения о персональных данных обучающихся и их родителей (законных 

представителей) должны быть в любое время исключены из общедоступных источников 

персональных данных по требованию субъекта персональных данных либо по решению суда 

или иных уполномоченных государственных органов (п. 2, ст. 8 Федерального закона № 152 

- ФЗ). 

 

III. Обработка персональных данных 

 

3.1. Обработка персональных данных должна осуществляться на законной и 

справедливой основе (п. 1, ст. 5 Федерального закона № 152 - ФЗ). 

3.2. Обработка персональных данных должна ограничиваться достижением 

конкретных, заранее определенных и законных целей. Не допускается обработка 

персональных данных, несовместимая с целями сбора персональных данных (п. 2, ст. 5 

Федерального закона № 152 - ФЗ). 

3.3. Не допускается объединение баз данных, содержащих персональные данные, 

обработка которых осуществляется в целях, несовместимых между собой (п. 3, ст. 5 

Федерального закона № 152 - ФЗ). 

3.4. Обработке подлежат только персональные данные, которые отвечают целям их 

обработки (п. 4, ст. 5 Федерального закона № 152 - ФЗ). 

3.5. Содержание и объем обрабатываемых персональных данных должны 

соответствовать заявленным целям обработки. Обрабатываемые персональные данные не 

должны быть избыточными по отношению к заявленным целям их обработки (п. 5, ст. 5 

Федерального закона № 152 - ФЗ). 

3.6. При обработке персональных данных должны быть обеспечены точность 

персональных данных, их достаточность, а в необходимых случаях и актуальность по 

отношению к целям обработки персональных данных (п. 6, ст. 5 Федерального закона № 152 

- ФЗ). 

3.7. Обработка персональных данных должна осуществляться с соблюдением 

принципов и правил, предусмотренных Федеральным законом № 152-ФЗ. Обработка 

персональных данных допускается в следующих случаях (п. 1, ст. 6 Федерального закона № 

152 - ФЗ): 

3.7.1. обработка персональных данных обучающихся и их родителей (законных 

представителей) осуществляется с согласия родителей (законных представителей) (подп. 1, 

п. 1, ст. 6 Федерального закона № 152 - ФЗ); 

3.7.2. обработка персональных данных обучающихся и их родителей (законных 

представителей) осуществляется исключительно в целях обеспечения соблюдения законов и 

учебного процесса; 

3.7.3. все персональные данные обучающихся и их родителей (законных 

представителей) следует получать от родителей (законных представителей). Если 

персональные данные обучающихся и их родителей (законных представителей), возможно, 

получить только у третьей стороны, то родители (законные представители) должны быть 

уведомлены об этом заранее и от них должно быть получено письменное согласие. Оператор 

должен сообщить родителям (законным представителям) обучающихся о целях, 

предполагаемых источниках и способах получения персональных данных, а также о 

характере подлежащих получению персональных данных и последствиях отказа дать 
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письменное согласие на их получение; 

3.8. Обработка специальных категорий персональных данных, касающихся 

расовой, политических взглядов, религиозных убеждений, не допускается, за исключением 

случаев, предусмотренных ч. 2, ст. 10 Федерального закона № 152 - ФЗ). 

 

IV. Передача персональных данных 

 

4.1. При передаче персональных данных обучающихся и их родителей (законных 

представителей) Оператор должен соблюдать следующие требования: 

4.1.1. не сообщать персональные данные обучающихся и их родителей (законных 

представителей) третьей стороне без его письменного согласия, за исключением случаев, 

когда это необходимо в целях предупреждения угрозы жизни и здоровью обучающихся и их 

родителей (законных представителей; 

4.1.2. не сообщать персональные данные обучающихся и их родителей (законных 

представителей) в коммерческих целях без его письменного согласия; 

4.1.3. предупредить лиц, получающих персональные данные обучающихся и их 

родителей (законных представителей), о том, что эти данные могут быть использованы лишь 

в целях, для которых они сообщены, и требовать от этих лиц подтверждения того, что это 

правило соблюдено. Лица, получающие персональные данные обучающихся и их родителей 

(законных представителей), обязаны соблюдать режим секретности (конфиденциальности). 

Данное положение не распространяется на обмен персональными данными обучающихся и 

их родителей (законных представителей), в порядке, установленном иными федеральными 

законами; 

4.1.4. разрешать доступ к персональным данным обучающихся и их родителей 

(законных представителей) только специально уполномоченным лицам, при этом указанные 

лица должны иметь право получать только те персональные данные обучающихся и их 

родителей (законных представителей), которые необходимы для выполнения конкретным 

функциям; 

4.1.5. не запрашивать информацию о состоянии здоровья обучающихся, за 

исключением тех сведений, которые относятся к вопросу о возможности посещения 

Учреждения; 

 

V. Передача персональных данных для распространения 

 

5.1. При распространении персональных данных обучающихся и их родителей 

(законных представителей) Оператор должен соблюдать следующие требования: 

5.1.1.  оформлять согласие на обработку персональных данных обучающихся и их 

родителей (законных представителей), разрешенных родителем (законным представителем) 

обучающегося персональных данных для распространения, отдельно от иных согласий на 

обработку их персональных данных. Оператор обязан обеспечить субъекту персональных 

данных возможность определить перечень персональных данных по каждой категории 

персональных данных, указанной в согласии на обработку персональных данных, 

разрешенных субъектом персональных данных для распространения. 

5.1.3. в случае, если из предоставленного родителем (законным представителем) 

обучающегося персональных данных согласия на обработку персональных данных, 

разрешенных субъектом персональных данных для распространения, не следует, что субъект 

персональных данных согласился с распространением персональных данных, такие 

персональные данные обрабатываются Оператором, которому они предоставлены субъектом 

персональных данных, без права распространения. 

5.2. Согласие на обработку персональных данных, разрешенных субъектом 

персональных данных для распространения, может быть предоставлено оператору: 

1) непосредственно; 

2) с использованием информационной системы уполномоченного органа по защите 

consultantplus://offline/ref=B9664836537E2A2F8443849AF956652E577A5B6127D8A9D60E24E7D3E660888F59A4CE6B6709FBE7mDW3I
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прав субъектов персональных данных. 

5.3. В согласии на обработку персональных данных, разрешенных субъектом 

персональных данных для распространения, субъект персональных данных вправе 

установить запреты на передачу (кроме предоставления доступа) этих персональных данных 

Оператором неограниченному кругу лиц, а также запреты на обработку или условия 

обработки (кроме получения доступа) этих персональных данных неограниченным кругом 

лиц. Отказ Оператора в установлении субъектом персональных данных запретов и условий, 

предусмотренных настоящей статьей, не допускается. 

5.4. Передача (распространение, предоставление, доступ) персональных данных, 

разрешенных субъектом персональных данных для распространения, должна быть 

прекращена в любое время по требованию субъекта персональных данных. Данное 

требование должно включать в себя фамилию, имя, отчество (при наличии), контактную 

информацию (номер телефона, адрес электронной почты или почтовый адрес) субъекта 

персональных данных, а также перечень персональных данных, обработка которых подлежит 

прекращению. Указанные в данном требовании персональные данные могут обрабатываться 

только оператором, которому оно направлено. 

5.5. Действие согласия субъекта персональных данных на обработку персональных 

данных, разрешенных субъектом персональных данных для распространения, прекращается 

с момента поступления оператору требования (п.12 ст.10.1 Федерального закона № 152 – 

ФЗ). 

5.6. Субъект персональных данных вправе обратиться с требованием прекратить 

передачу (распространение, предоставление, доступ) своих персональных данных, ранее 

разрешенных субъектом персональных данных для распространения, к любому лицу, 

обрабатывающему его персональные данные, в случае несоблюдения положений настоящей 

статьи или обратиться с таким требованием в суд. Данное лицо обязано прекратить передачу 

(распространение, предоставление, доступ) персональных данных в течение трех рабочих 

дней с момента получения требования субъекта персональных данных или в срок, указанный 

во вступившем в законную силу решении суда, а если такой срок в решении суда не указан, 

то в течение трех рабочих дней с момента вступления решения суда в законную силу. 

 

VI. Доступ к персональным данным 

 

6.1. Внутренний доступ. 

6.1.1.1. Право доступа к персональным данным имеют: 

- директор; 

- заместители директора; 

- заведующие отделениями; 

- специалист по кадрам. 

6.1.2. Перечень лиц, имеющих доступ к персональным данным обучающихся и их 

родителей (законных представителей), определяется приказом руководителя Учреждения. 

При этом каждый работник имеет доступ к персональным данным только в рамках своей 

компетенции. 

6.2. Внешний доступ. 

6.2.1. К числу потребителей персональных данных вне организации можно отнести 

государственные и негосударственные структуры в рамках, возложенных на них 

полномочий: 

- налоговые инспекции; 

- правоохранительные органы;  

- органы статистики; 

- подразделения муниципальных органов управления. 

6.2.2. Надзорно-контрольные органы имеют доступ к информации, относящейся к 

персональным данным только в сфере своей компетенции. 
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VII. Права обучающихся и родителей (законных представителей) обучающихся в 

целях обеспечения защиты персональных данных 

 

7.1. В целях обеспечения защиты персональных данных обучающихся, родителей 

(законных представителей) обучающегося, хранящихся в Учреждении, родители (законные 

представители) имеют право на: 

7.1.1. полную информацию об их персональных данных и обработке этих данных; 

7.1.2. требование об исключении или исправлении неверных, или неполных 

персональных данных. При отказе исключить или исправить персональные данные 

обучающегося имеет право заявить в письменной форме о своем несогласии с 

соответствующим обоснованием такого несогласия.  

7.1.3. требование об извещении всех лиц, которым ранее были сообщены неверные 

или неполные персональные данные обучающегося, обо всех произведенных в них 

исключениях или дополнениях; 

7.1.4. обжалование в суд любых неправомерных действий или бездействия  при 

обработке и защите персональных данных обучающихся. 

 

VIII. Использование и хранение персональных данных 

 

8.1. Персональные данные могут быть получены, проходить дальнейшую 

обработку и передаваться на хранение, как на бумажных носителях, так и в электронном 

виде. 

8.2. Все меры конфиденциальности при сборе, обработке и хранении персональных 

данных распространяются как на бумажные, так и на электронные носители информации.  

8.3. Использование персональных данных возможно только в соответствии с 

целями, определившими их получение. При получении персональных данных не от 

родителей (законных представителей) обучающихся (за исключением случаев, если 

персональные данные являются общедоступными) до начала обработки таких персональных 

данных руководство Учреждения обязано предоставить родителям (законным 

представителям) обучающегося следующую информацию: 

- наименование (фамилия, имя, отчество) и адрес Учреждения или его представителя; 

- цель обработки персональных данных и ее правовое основание; 

- предполагаемые пользователи персональных данных; 

- установленные федеральными законами права субъекта персональных данных. 

8.4. Персональные данные не могут быть использованы в целях причинения 

имущественного и морального вреда гражданам, затруднения реализации прав и свобод 

граждан Российской Федерации. Ограничение прав граждан Российской Федерации на 

основе использования информации об их социальном происхождении, о расовой, 

национальной, языковой, религиозной и партийной принадлежности запрещено и карается в 

соответствии с законодательством. 

8.5. Персональные данные хранятся в Учреждении, на бумажных носителях в 

личных делах обучающихся. Хранение персональных данных происходит в порядке, 

исключающем их утрату или их неправомерное использование.  

8.5.1. Личные дела обучающихся, закончившие Учреждение, хранятся в  течение 50 

лет с момента окончания обучения. 

8.6. Уничтожение персональных данных: 

8.6.1. Персональные данные обучающихся хранятся не дольше, чем этого требуют 

цели их обработки, и они подлежат уничтожению по достижении целей обработки или в 

случае утраты необходимости в их достижении. 

8.6.2. Документы, содержащие персональные данные, подлежат хранению и 

уничтожению в порядке, предусмотренном архивным законодательством Российской 

Федерации.  
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IX. Защита персональных данных 

 

9.1. Под угрозой или опасностью утраты персональных данных понимается 

единичное или комплексное, реальное или потенциальное, активное или пассивное 

проявление злоумышленных возможностей внешних или внутренних источников угрозы 

создавать неблагоприятные события, оказывать дестабилизирующее воздействие на 

защищаемую информацию. Целью и результатом несанкционированного доступа к 

информационным ресурсам может быть не только овладение ценными сведениями и их 

использование, но и их видоизменение, уничтожение, внесение вируса, подмена, 

фальсификация содержания реквизитов документа и др. 

9.2. Для защиты персональных данных создаются целенаправленные 

неблагоприятные условия и труднопреодолимые препятствия для лица, пытающегося 

совершить несанкционированный доступ и овладение информацией. 

9.3. Защита персональных данных представляет собой жестко регламентированный 

и динамический процесс, предупреждающий нарушение доступности, целостности, 

достоверности и конфиденциальности персональных данных и, в конечном счете, 

обеспечивающий достаточно надежную безопасность информации в процессе деятельности 

Учреждения. 

9.4. Защита персональных данных от неправомерного их использования или утраты 

должна быть обеспечена работодателем за счет его средств. 

9.5. Защита информации в Учреждении.  

9.5.1. Для обеспечения внутренней защиты в Учреждении персональных данных, 

обучающихся  и их  родителей (законных представителей) соблюдается ряд мер:  

- определен перечень лиц, с разграничением прав доступа, к персональным данным, 

обрабатываемым в Учреждении, которые необходимы им для выполнения служебных 

обязанностей; 

- определен порядок доступа в помещения Учреждения, в которых размещены 

персональные данные, препятствующий возможности неконтролируемого проникновения и 

пребывания в этих помещениях лиц, не имеющих права доступа в эти помещения; 

- действует система парольной аутентификация работников Учреждения, допущенных 

к работе с персональными данными. 

- используется программного обеспечения антивирусной защиты, обеспечивающего 

обнаружение вредоносных программ и либо иной компьютерной информации, 

предназначенной для несанкционированного уничтожения, блокирования, модификации, 

копирования персональных данных или нейтрализации средств защиты информации, а также 

реагирование на обнаружение этих программ и информации; 

- использование работниками Учреждения только учтенных съемных носителей  

- оборудование мест хранения и помещений, в которых размещены персональные 

данные, запирающимися устройствами, ведение журнала учета обращений субъектов 

персональных данных. 

- рациональное размещение рабочих мест работников, при котором исключалось бы 

бесконтрольное использование защищаемой информации;  

- ознакомление работников с требований нормативно – методических документов по 

защите информации и сохранении тайны; 

- воспитательная и разъяснительная работа с сотрудниками Учреждения по 

предупреждению утраты ценных сведений при работе с конфиденциальными документами;  

- выдача личных дел сотрудников допускается только по письменному заявлению 

субъекта персональных данных,  с разрешения руководителя Учреждения.  

9.5.2. Для обеспечения внешней защиты персональных данных обучающихся и их 

родителей (законных представителей) соблюдается ряд мер: 

- порядок охраны территории, зданий; 

- требования к защите информации при интервьюировании и собеседованиях.  

9.6. Все лица, связанные с получением, обработкой и защитой персональных 
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данных, обязаны подписать обязательство о неразглашении персональных данных 

обучающихся и их родителей (законных представителей). 

 

 

X. Ответственность за нарушение норм, регулирующих обработку и защиту 

персональных данных 

 

10.1. Лица, виновные в нарушении норм, регулирующих получение, обработку и 

защиту персональных данных обучающихся и их родителей (законных представителей) 

привлекаются к дисциплинарной ответственности, а также к гражданско-правовой, 

административной и уголовной ответственности в порядке, установленном федеральными 

законами (приложение 2 к настоящим Правилам). 

10.2. Моральный вред, причиненный субъекту персональных данных вследствие 

нарушения его прав, нарушения правил обработки персональных данных, установленными 

настоящими Правилами, а также требований к защите персональных данных, установленных 

в соответствии с настоящими Правилами, подлежит возмещению в соответствии с 

законодательством Российской Федерации. Возмещение морального вреда осуществляется 

независимо от возмещения имущественного вреда и понесенных субъектом персональных 

данных убытков. 

  

Правила вывешивается на Информационном стенде, а также размещаются на 

официальном сайте школы в сети «Интернет» 
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         Приложение № 1 

         к Положению о порядке обработки 

         и защиты персональных данных 

 

 

Перечень информации относящейся к персональным данным 

 

1. Персональные данные обучающихся включают: 

- фамилию, имя, отчество; 

- место, год и дату рождения; 

- адрес проживания (фактический, по прописке); 

- СНИЛС; 

- свидетельство о рождении обучающегося (серия, номер, дата выдачи, кем выдано); 

- информация о состояние здоровья; 

- сведение об инвалидности; 

- образовательное учреждение, посещаемое учащимся;  

- биометрические персональные данные (фотографическое изображение обучающегося, 

видеоизображение обучающегося, данные о голосе).  

 

2. Персональные данные родителя (законного представителя) обучающегося включают: 

- фамилию, имя, отчество; 

- год и дату рождения; 

- адрес проживания (фактический, по прописке); 

- СНИЛС; 

- паспортные данные (серия, номер паспорта, кем и когда выдан);  

- информацию о месте работы; 

- телефонный номер (домашний, рабочий, мобильный); 

- тип законного представительства (родитель, опекун); 

- степень родства (отец, мать, отчим, бабушка, тетя и т.д.). 
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Приложение № 2 

к Положению о порядке обработки 

и защиты персональных данных 

 
Ответственность за несоблюдение требований законодательства о персональных данных 

 

Уголовная ответственность 

 

Статья 137 УК РФ.  Нарушение неприкосновенности частной жизни 

1. Незаконное собирание или распространение сведений о частной жизни лица, составляющих 

его личную или семейную тайну, без его согласия либо распространение этих сведений в публичном 

выступлении, публично демонстрирующиеся произведении или средствах массовой информации 

- наказываются штрафом в размере до двухсот тысяч рублей или в размере заработной платы 

или иного дохода осужденного за период до восемнадцати месяцев, либо обязательными работами на 

срок до трехсот шестидесяти часов, либо исправительными работами на срок до одного года, либо 

принудительными работами на срок до двух лет с лишением права занимать определенные 

должности или заниматься определенной деятельностью на срок до трех лет или без такового, либо 

арестом на срок до четырех месяцев, либо лишением свободы на срок до двух лет с лишением права 

занимать определенные должности или заниматься определенной деятельностью на срок до трех лет. 

2. Те же деяния, совершенные лицом с использованием своего служебного положения, 

 - наказываются штрафом в размере от ста тысяч до трехсот тысяч рублей или в размере 

заработной платы или иного дохода осужденного за период от одного года до двух лет, либо 

лишением права занимать определенные должности или заниматься определенной деятельностью на 

срок от двух до пяти лет, либо принудительными работами на срок до четырех лет с лишением права 

занимать определенные должности или заниматься определенной деятельностью на срок до пяти лет 

или без такового, либо арестом на срок до шести месяцев, либо лишением свободы на срок до 

четырех лет с лишением права занимать определенные должности или заниматься определенной 

деятельностью на срок до пяти лет. 

 

Статья 272 УК РФ. Неправомерный доступ к компьютерной информации 

1. Неправомерный доступ к охраняемой законом компьютерной информации*, если это деяние 

повлекло уничтожение, блокирование, модификацию либо копирование компьютерной информации,  

- наказывается штрафом в размере до двухсот тысяч рублей или в размере заработной платы 

или иного дохода осужденного за период до восемнадцати месяцев, либо исправительными работами 

на срок до одного года, либо ограничением свободы на срок до двух лет, либо принудительными 

работами на срок до двух лет, либо лишением свободы на тот же срок. 

2. То же деяние, причинившее крупный ущерб** или совершенное из корыстной 

заинтересованности, 

 -наказывается штрафом в размере от ста тысяч до трехсот тысяч рублей или в размере 

заработной платы или иного дохода осужденного за период от одного года до двух лет, либо 

исправительными работами на срок от одного года до двух лет, либо ограничением свободы на срок 

до четырех лет, либо принудительными работами на срок до четырех лет, либо лишением свободы на 

тот же срок. 

3. Деяния, предусмотренные частями первой или второй настоящей статьи, совершенные 

группой лиц по предварительному сговору или организованной группой либо лицом с 

использованием своего служебного положения, 

 -наказываются штрафом в размере до пятисот тысяч рублей или в размере заработной платы 

или иного дохода осужденного за период до трех лет с лишением права занимать определенные 

должности или заниматься определенной деятельностью на срок до трех лет, либо ограничением 

свободы на срок до четырех лет, либо принудительными работами на срок до пяти лет, либо 

лишением свободы на тот же срок. 

4. Деяния, предусмотренные частями первой, второй или третьей настоящей статьи, если они 

повлекли тяжкие последствия или создали угрозу их наступления, 

 - наказываются лишением свободы на срок до семи лет. 

*Под компьютерной информацией понимаются сведения (сообщения, данные), представленные 

в форме электрических сигналов, независимо от средств их хранения, обработки и передачи. 

**Крупным ущербом в статьях настоящей главы признается ущерб, сумма которого превышает 

один миллион рублей. 

consultantplus://offline/ref=651B0387405E2CE72787268B7D15A74C0452741E6169AF83500AD8C0B12A28AB0470DC0C8E11810CB6y0H
consultantplus://offline/ref=339821F4D240FFAEC31BEFDB6F3B89984D71F0F914618FCBF0391C1BB9229163A9C9F969B8E850DFdBz3I
consultantplus://offline/ref=339821F4D240FFAEC31BEFDB6F3B89984D71F0F914618FCBF0391C1BB9229163A9C9F969B8E850DFdBz4I
consultantplus://offline/ref=339821F4D240FFAEC31BEFDB6F3B89984D71F0F914618FCBF0391C1BB9229163A9C9F969B8E850DFdBz7I
consultantplus://offline/ref=339821F4D240FFAEC31BEFDB6F3B89984D71F0F914618FCBF0391C1BB9229163A9C9F969B8E850DFdBz6I
consultantplus://offline/ref=339821F4D240FFAEC31BEFDB6F3B89984D71F0F914618FCBF0391C1BB9229163A9C9F969B8E850DFdBz9I
consultantplus://offline/ref=339821F4D240FFAEC31BEFDB6F3B89984D71F0F914618FCBF0391C1BB9229163A9C9F969B8E850DEdBz2I
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Административная ответственность 

 

Статья 2.4. КоАП РФ. Административная ответственность должностных лиц 
Административной ответственности подлежит должностное лицо в случае совершения им 

административного правонарушения в связи с неисполнением либо ненадлежащим исполнением 

своих служебных обязанностей. 

Примечание. Под должностным лицом в настоящем Кодексе следует понимать лицо, 

постоянно, временно или в соответствии со специальными полномочиями осуществляющее функции 

представителя власти, то есть наделенное в установленном законом порядке распорядительными 

полномочиями в отношении лиц, не находящихся в служебной зависимости от него, а равно лицо, 

выполняющее организационно-распорядительные или административно-хозяйственные функции в 

государственных органах, органах местного самоуправления, государственных и муниципальных 

организациях, а также в Вооруженных Силах Российской Федерации, других войсках и воинских 

формированиях Российской Федерации. 

 

Статья 5.39. КоАП РФ. Отказ в предоставлении информации 

Неправомерный отказ в предоставлении гражданину, в том числе адвокату в связи с 

поступившим от него адвокатским запросом, и (или) организации информации, предоставление 

которой предусмотрено федеральными законами, несвоевременное ее предоставление либо 

предоставление заведомо недостоверной информации 

 - влечет наложение административного штрафа на должностных лиц в размере от пяти тысяч 

до десяти тысяч рублей. 

 

Статья 13.11. КоАП РФ. Нарушение установленного законом порядка сбора, 

хранения, использования или распространения информации о гражданах (персональных 

данных) 
1. Обработка персональных данных в случаях, не предусмотренных законодательством 

Российской Федерации в области персональных данных, либо обработка персональных данных, 

несовместимая с целями сбора персональных данных, за исключением случаев, предусмотренных 

частью 2 настоящей статьи, если эти действия не содержат уголовно наказуемого деяния, - 

влечет наложение административного штрафа на граждан в размере от десяти тысяч до 

пятнадцати тысяч рублей; на должностных лиц - от пятидесяти тысяч до ста тысяч рублей; на 

юридических лиц - от ста пятидесяти тысяч до трехсот тысяч рублей. 

Повторное совершение административного правонарушения, предусмотренного частью 1 

настоящей статьи, - 

влечет наложение административного штрафа на граждан в размере от пятнадцати тысяч до 

тридцати тысяч рублей; на должностных лиц - от ста тысяч до двухсот тысяч рублей; на 

юридических лиц - от трехсот тысяч до пятисот тысяч рублей. 

2. Обработка персональных данных без согласия в письменной форме субъекта персональных 

данных на обработку его персональных данных в случаях, когда такое согласие должно быть 

получено в соответствии с законодательством Российской Федерации в области персональных 

данных, если эти действия не содержат уголовно наказуемого деяния, либо обработка персональных 

данных с нарушением установленных законодательством Российской Федерации в области 

персональных данных требований к составу сведений, включаемых в согласие в письменной форме 

субъекта персональных данных на обработку его персональных данных, - 

влечет наложение административного штрафа на граждан в размере от десяти тысяч до 

пятнадцати тысяч рублей; на должностных лиц - от ста тысяч до трехсот тысяч рублей; на 

юридических лиц - от трехсот тысяч до семисот тысяч рублей. 

3. Невыполнение оператором предусмотренной законодательством Российской Федерации в 

области персональных данных обязанности по опубликованию или обеспечению иным образом 

неограниченного доступа к документу, определяющему политику оператора в отношении обработки 

персональных данных, или сведениям о реализуемых требованиях к защите персональных данных - 

Влечет наложение административного штрафа на граждан в размере от одной тысячи пятисот 

до трех тысяч рублей; на должностных лиц - от шести тысяч до двенадцати тысяч рублей; на 

индивидуальных предпринимателей - от десяти тысяч до двадцати тысяч рублей; на юридических 

лиц - от тридцати тысяч до шестидесяти тысяч рублей. 

4. Невыполнение оператором предусмотренной законодательством Российской Федерации в 
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области персональных данных обязанности по предоставлению субъекту персональных данных 

информации, касающейся обработки его персональных данных, - 

влечет наложение административного штрафа на граждан в размере от двух тысяч до четырех 

тысяч рублей; на должностных лиц - от восьми тысяч до двенадцати тысяч рублей; на 

индивидуальных предпринимателей - от двадцати тысяч до тридцати тысяч рублей; на юридических 

лиц - от сорока тысяч до восьмидесяти тысяч рублей. 

5. Невыполнение оператором в сроки, установленные законодательством Российской 

Федерации в области персональных данных, требования субъекта персональных данных или его 

представителя либо уполномоченного органа по защите прав субъектов персональных данных об 

уточнении персональных данных, их блокировании или уничтожении в случае, если персональные 

данные являются неполными, устаревшими, неточными, незаконно полученными или не являются 

необходимыми для заявленной цели обработки, - 

влечет наложение административного штрафа на граждан в размере от двух тысяч до четырех 

тысяч рублей; на должностных лиц - от восьми тысяч до двадцати тысяч рублей; на индивидуальных 

предпринимателей - от двадцати тысяч до сорока тысяч рублей; на юридических лиц - от пятидесяти 

тысяч до девяноста тысяч рублей. 

5.1. Повторное совершение административного правонарушения, предусмотренного частью 5 

настоящей статьи, - 

влечет наложение административного штрафа на граждан в размере от двадцати тысяч до 

тридцати тысяч рублей; на должностных лиц - от тридцати тысяч до пятидесяти тысяч рублей; на 

индивидуальных предпринимателей - от пятидесяти тысяч до ста тысяч рублей; на юридических лиц 

- от трехсот тысяч до пятисот тысяч рублей. 

6. Невыполнение оператором при обработке персональных данных без использования средств 

автоматизации обязанности по соблюдению условий, обеспечивающих в соответствии с 

законодательством Российской Федерации в области персональных данных сохранность 

персональных данных при хранении материальных носителей персональных данных и исключающих 

несанкционированный к ним доступ, если это повлекло неправомерный или случайный доступ к 

персональным данным, их уничтожение, изменение, блокирование, копирование, предоставление, 

распространение либо иные неправомерные действия в отношении персональных данных, при 

отсутствии признаков уголовно наказуемого деяния - 

влечет наложение административного штрафа на граждан в размере от одной тысячи пятисот до 

четырех тысяч рублей; на должностных лиц - от восьми тысяч до двадцати тысяч рублей; на 

индивидуальных предпринимателей - от двадцати тысяч до сорока тысяч рублей; на юридических 

лиц - от пятидесяти тысяч до ста тысяч рублей. 

7. Невыполнение оператором, являющимся государственным или муниципальным органом, 

предусмотренной законодательством Российской Федерации в области персональных данных 

обязанности по обезличиванию персональных данных либо несоблюдение установленных 

требований или методов по обезличиванию персональных данных - 

влечет наложение административного штрафа на должностных лиц в размере от шести тысяч 

до двенадцати тысяч рублей. 

8. Невыполнение оператором при сборе персональных данных, в том числе посредством 

информационно-телекоммуникационной сети "Интернет", предусмотренной законодательством 

Российской Федерации в области персональных данных обязанности по обеспечению записи, 

систематизации, накопления, хранения, уточнения (обновления, изменения) или извлечения 

персональных данных граждан Российской Федерации с использованием баз данных, находящихся 

на территории Российской Федерации, - 

влечет наложение административного штрафа на граждан в размере от тридцати тысяч до 

пятидесяти тысяч рублей; на должностных лиц - от ста тысяч до двухсот тысяч рублей; на 

юридических лиц - от одного миллиона до шести миллионов рублей. 

9. Повторное совершение административного правонарушения, предусмотренного частью 8 

настоящей статьи, - 

влечет наложение административного штрафа на граждан в размере от пятидесяти тысяч до ста 

тысяч рублей; на должностных лиц - от пятисот тысяч до восьмисот тысяч рублей; на юридических 

лиц - от шести миллионов до восемнадцати миллионов рублей. 

10. Невыполнение или несвоевременное выполнение оператором предусмотренной 

законодательством Российской Федерации в области персональных данных обязанности по 

уведомлению уполномоченного органа по защите прав субъектов персональных данных о намерении 

осуществлять обработку персональных данных - 
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влечет наложение административного штрафа на граждан в размере от пяти тысяч до десяти 

тысяч рублей; на должностных лиц - от тридцати тысяч до пятидесяти тысяч рублей; на юридических 

лиц - от ста тысяч до трехсот тысяч рублей. 

11. Невыполнение или несвоевременное выполнение оператором предусмотренной 

законодательством Российской Федерации в области персональных данных обязанности по 

уведомлению уполномоченного органа по защите прав субъектов персональных данных в случае 

установления факта неправомерной или случайной передачи (предоставления, распространения, 

доступа) персональных данных, повлекшей нарушение прав субъектов персональных данных, - 

влечет наложение административного штрафа на граждан в размере от пятидесяти тысяч до ста 

тысяч рублей; на должностных лиц - от четырехсот тысяч до восьмисот тысяч рублей; на 

юридических лиц - от одного миллиона до трех миллионов рублей. 

12. Действия (бездействие) оператора, повлекшие неправомерную передачу (предоставление, 

распространение, доступ) информации, включающей персональные данные от одной тысячи до 

десяти тысяч субъектов персональных данных и (или) от десяти тысяч до ста тысяч 

идентификаторов, если эти действия (бездействие) не содержат признаков уголовно наказуемого 

деяния, - 

влекут наложение административного штрафа на граждан в размере от ста тысяч до двухсот 

тысяч рублей; на должностных лиц - от двухсот тысяч до четырехсот тысяч рублей; на юридических 

лиц - от трех миллионов до пяти миллионов рублей. 

13. Действия (бездействие) оператора, повлекшие неправомерную передачу (предоставление, 

распространение, доступ) информации, включающей персональные данные от десяти тысяч до ста 

тысяч субъектов персональных данных и (или) от ста тысяч до одного миллиона идентификаторов, 

если эти действия (бездействие) не содержат признаков уголовно наказуемого деяния, - 

влекут наложение административного штрафа на граждан в размере от двухсот тысяч до 

трехсот тысяч рублей; на должностных лиц - от трехсот тысяч до пятисот тысяч рублей; на 

юридических лиц - от пяти миллионов до десяти миллионов рублей. 

14. Действия (бездействие) оператора, повлекшие неправомерную передачу (предоставление, 

распространение, доступ) информации, включающей персональные данные более ста тысяч 

субъектов персональных данных и (или) более одного миллиона идентификаторов, если эти действия 

(бездействие) не содержат признаков уголовно наказуемого деяния, - 

влекут наложение административного штрафа на граждан в размере от трехсот тысяч до 

четырехсот тысяч рублей; на должностных лиц - от четырехсот тысяч до шестисот тысяч рублей; на 

юридических лиц - от десяти миллионов до пятнадцати миллионов рублей. 

15. Совершение административного правонарушения, предусмотренного частями 12 - 14 

настоящей статьи, лицом, подвергнутым административному наказанию за административные 

правонарушения, предусмотренные частями 12 - 14, 16 - 18 настоящей статьи и настоящей частью, - 

влечет наложение административного штрафа на граждан в размере от четырехсот тысяч до 

шестисот тысяч рублей; на должностных лиц - от восьмисот тысяч до одного миллиона двухсот 

тысяч рублей; на юридических лиц - от 1 до 3 процентов совокупного размера суммы выручки, 

полученной от реализации всех товаров (работ, услуг), за календарный год, предшествующий году, в 

котором было выявлено административное правонарушение, либо за предшествующую дате 

выявления административного правонарушения часть календарного года, в котором было выявлено 

административное правонарушение, если правонарушитель не осуществлял деятельность по 

реализации товаров (работ, услуг) в предшествующем календарном году, либо размера собственных 

средств (капитала) кредитной организации на дату совершения административного правонарушения, 

но не менее двадцати миллионов рублей и не более пятисот миллионов рублей. 

16. Действия (бездействие) оператора, повлекшие неправомерную передачу (предоставление, 

распространение, доступ) информации, включающей специальную категорию персональных данных, 

влекут наложение административного штрафа на граждан в размере от трехсот тысяч до четырехсот 

тысяч рублей; на должностных лиц - от одного миллиона до одного миллиона трехсот тысяч рублей; 

на юридических лиц - от десяти миллионов до пятнадцати миллионов рублей. 

17. Действия (бездействие) оператора, повлекшие неправомерную передачу (предоставление, 

распространение, доступ) информации, включающей биометрические персональные данные, за 

исключением случаев, предусмотренных статьей 13.11.3 настоящего Кодекса, - 

влекут наложение административного штрафа на граждан в размере от четырехсот тысяч до 

пятисот тысяч рублей; на должностных лиц - от одного миллиона трехсот тысяч до одного миллиона 

пятисот тысяч рублей; на юридических лиц - от пятнадцати миллионов до двадцати миллионов 

рублей. 
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18. Совершение административного правонарушения, предусмотренного частью 16 или 17 

настоящей статьи, лицом, подвергнутым административному наказанию за административные 

правонарушения, предусмотренные частями 12 - 17 настоящей статьи и настоящей частью, - 

влечет наложение административного штрафа на граждан в размере от пятисот тысяч до 

восьмисот тысяч рублей; на должностных лиц - от одного миллиона пятисот тысяч до двух 

миллионов рублей; на юридических лиц - от 1 до 3 процентов совокупного размера суммы выручки, 

полученной от реализации всех товаров (работ, услуг), за календарный год, предшествующий году, в 

котором было выявлено административное правонарушение, либо за предшествующую дате 

выявления административного правонарушения часть календарного года, в котором было выявлено 

административное правонарушение, если правонарушитель не осуществлял деятельность по 

реализации товаров (работ, услуг) в предшествующем календарном году, либо размера собственных 

средств (капитала) кредитной организации на дату совершения административного правонарушения, 

но не менее двадцати пяти миллионов рублей и не более пятисот миллионов рублей. 

Примечания: 

1. За административные правонарушения, предусмотренные частями 1.1, 8 - 18 настоящей 

статьи, статьями 13.31, 13.35 - 13.37, 13.39, 13.40 и 13.46 настоящего Кодекса, индивидуальные 

предприниматели несут административную ответственность как юридические лица. 

2. В частях 10 - 18 настоящей статьи под должностным лицом понимается должностное лицо 

государственного или муниципального органа либо некоммерческой организации. 

3. В частях 10 - 18 настоящей статьи под юридическим лицом понимается оператор - 

юридическое лицо, не являющееся государственным или муниципальным органом либо 

некоммерческой организацией. 

4. В целях настоящей статьи под идентификатором понимается уникальное обозначение 

сведений о физическом лице, содержащееся в информационной системе персональных данных 

оператора и относящееся к такому лицу. 

5. При назначении административного наказания за совершение административных 

правонарушений, предусмотренных частями 15 и 18 настоящей статьи, учитывается обстоятельство, 

отягчающее административную ответственность, предусмотренное пунктом 1 части 1 статьи 4.3 

настоящего Кодекса, а также следующее обстоятельство, отягчающее административную 

ответственность: лицо, совершившее административное правонарушение, на момент его совершения 

(на момент вынесения постановления по делу об административном правонарушении) считалось 

(считается) подвергнутым административному наказанию за совершение административных 

правонарушений, предусмотренных частями 1 - 11 настоящей статьи и (или) статьями 13.6, 13.12 

настоящего Кодекса. 

Статья 13.11.1. Распространение информации о свободных рабочих местах или 

вакантных должностях, содержащей ограничения дискриминационного характера 

Распространение информации о свободных рабочих местах или вакантных должностях, 

содержащей ограничения дискриминационного характера, - 

влечет наложение административного штрафа на граждан - от пятисот до одной тысячи рублей; 

на должностных лиц - от трех тысяч до пяти тысяч рублей; на юридических лиц - от десяти тысяч до 

пятнадцати тысяч рублей. 

Статья 13.14. Разглашение информации с ограниченным доступом 

Разглашение информации, доступ к которой ограничен федеральным законом (за исключением 

случаев, если разглашение такой информации влечет уголовную ответственность), лицом, 

получившим доступ к такой информации в связи с исполнением служебных или профессиональных 

обязанностей, за исключением случаев, предусмотренных частью 1 статьи 14.33 и статьей 17.13 

настоящего Кодекса, - 

влечет наложение административного штрафа на граждан в размере от пяти тысяч до десяти 

тысяч рублей; на должностных лиц - от сорока тысяч до пятидесяти тысяч рублей или 

дисквалификацию на срок до трех лет; на юридических лиц - от ста тысяч до двухсот тысяч рублей. 

Примечание. Адвокаты, совершившие административное правонарушение, предусмотренное 

настоящей статьей, несут административную ответственность как должностные лица. 

Статья 13.14.1. Незаконное получение информации с ограниченным доступом 

Получение информации любым незаконным способом, доступ к которой ограничен 

федеральным законом, за исключением случаев, предусмотренных статьей 5.53, частями 1 и 2 статьи 

13.11, статьей 14.29, частью 5 статьи 15.19, частью 2 статьи 17.13 настоящего Кодекса, если эти 

действия не содержат признаков уголовно наказуемого деяния, - 

влечет наложение административного штрафа на граждан в размере от пяти тысяч до десяти 
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тысяч рублей; на должностных лиц - от сорока тысяч до пятидесяти тысяч рублей или 

дисквалификацию на срок до трех лет; на юридических лиц - от ста тысяч до двухсот тысяч рублей. 

Статья 19.7. Непредставление сведений (информации) 

Непредставление или несвоевременное представление в государственный орган (должностному 

лицу), орган (должностному лицу), осуществляющий (осуществляющему) государственный контроль 

(надзор), государственный финансовый контроль, организацию, уполномоченную в соответствии с 

федеральными законами на осуществление государственного надзора (должностному лицу), орган 

(должностному лицу), осуществляющий (осуществляющему) муниципальный контроль, 

муниципальный финансовый контроль, сведений (информации), представление которых 

предусмотрено законом и необходимо для осуществления этим органом (должностным лицом) его 

законной деятельности, либо представление в государственный орган (должностному лицу), орган 

(должностному лицу), осуществляющий (осуществляющему) государственный контроль (надзор), 

государственный финансовый контроль, организацию, уполномоченную в соответствии с 

федеральными законами на осуществление государственного надзора (должностному лицу), орган 

(должностному лицу), осуществляющий (осуществляющему) муниципальный контроль, 

муниципальный финансовый контроль, таких сведений (информации) в неполном объеме или в 

искаженном виде, за исключением случаев, предусмотренных статьей 6.16, частью 2 статьи 6.31, 

частями 1, 2, 4, 10 и 11 статьи 8.28.1, статьей 8.32.1, частью 1 статьи 8.49, частью 5 статьи 14.5, 

частью 4 статьи 14.28, частью 1 статьи 14.46.2, частью 2 статьи 14.57, статьями 19.4.3, 19.7.1, 19.7.2, 

19.7.3, 19.7.5, 19.7.5-1, 19.7.7, 19.7.8, 19.7.9, 19.7.12, 19.7.13, 19.7.14, 19.7.15, 19.8, 19.8.3, частями 2, 7, 

8 и 9 статьи 19.34 настоящего Кодекса, - 

(в ред. Федеральных законов от 28.12.2013 N 415-ФЗ, от 05.05.2014 N 119-ФЗ, от 05.05.2014 N 

125-ФЗ, от 04.06.2014 N 142-ФЗ, от 24.11.2014 N 373-ФЗ, от 27.10.2015 N 291-ФЗ, от 28.11.2015 N 

344-ФЗ, от 23.06.2016 N 218-ФЗ, от 03.07.2016 N 290-ФЗ, от 28.12.2016 N 510-ФЗ, от 18.07.2017 N 

175-ФЗ, от 29.07.2017 N 263-ФЗ, от 07.03.2018 N 42-ФЗ, от 04.11.2019 N 361-ФЗ, от 24.02.2021 N 14-

ФЗ, от 26.05.2021 N 141-ФЗ, от 29.12.2022 N 622-ФЗ, от 08.07.2024 N 165-ФЗ, от 08.08.2024 N 262-ФЗ, 

от 13.12.2024 N 473-ФЗ, от 28.12.2024 N 500-ФЗ) 

влечет предупреждение или наложение административного штрафа на граждан в размере от ста 

до трехсот рублей; на должностных лиц - от трехсот до пятисот рублей; на юридических лиц - от трех 

тысяч до пяти тысяч рублей. 

 

Гражданская ответственность 

 

Статья 151 ГК РФ.  Компенсация морального вреда 

Если гражданину причинен моральный вред (физические или нравственные страдания) 

действиями, нарушающими его личные неимущественные права либо посягающими на 

принадлежащие гражданину другие нематериальные блага, а также в других случаях, 

предусмотренных законом, суд может возложить на нарушителя обязанность денежной компенсации 

указанного вреда. 

При определении размеров компенсации морального вреда суд принимает во внимание степень 

вины нарушителя и иные заслуживающие внимания обстоятельства. Суд должен также учитывать 

степень физических и нравственных страданий, связанных с индивидуальными особенностями лица, 

которому причинен вред. 

 

Статья 152 ГК РФ.  Защита чести, достоинства и деловой репутации 

Гражданин вправе требовать по суду опровержения порочащих его честь, достоинство или 

деловую репутацию сведений, если распространивший такие сведения не докажет, что они 

соответствуют действительности. Опровержение должно быть сделано тем же способом, которым 

были распространены сведения о гражданине, или другим аналогичным способом. 

По требованию заинтересованных лиц допускается защита чести, достоинства и деловой 

репутации гражданина и после его смерти. 

2. Сведения, порочащие честь, достоинство или деловую репутацию гражданина и 

распространенные в средствах массовой информации, должны быть опровергнуты в тех же средствах 

массовой информации. Гражданин, в отношении которого в средствах массовой информации 

распространены указанные сведения, имеет право потребовать наряду с опровержением также 

опубликования своего ответа в тех же средствах массовой информации. 

3. Если сведения, порочащие честь, достоинство или деловую репутацию гражданина, 

содержатся в документе, исходящем от организации, такой документ подлежит замене или отзыву. 
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4. В случаях, когда сведения, порочащие честь, достоинство или деловую репутацию 

гражданина, стали широко известны и в связи с этим опровержение невозможно довести до 

всеобщего сведения, гражданин вправе требовать удаления соответствующей информации, а также 

пресечения или запрещения дальнейшего распространения указанных сведений путем изъятия и 

уничтожения без какой бы то ни было компенсации изготовленных в целях введения в гражданский 

оборот экземпляров материальных носителей, содержащих указанные сведения, если без 

уничтожения таких экземпляров материальных носителей удаление соответствующей информации 

невозможно. 

5. Если сведения, порочащие честь, достоинство или деловую репутацию гражданина, 

оказались после их распространения доступными в сети «Интернет», гражданин вправе требовать 

удаления соответствующей информации, а также опровержения указанных сведений способом, 

обеспечивающим доведение опровержения до пользователей сети «Интернет». 

6. Порядок опровержения сведений, порочащих честь, достоинство или деловую репутацию 

гражданина, в иных случаях, кроме указанных в пунктах 2 - 5 настоящей статьи, устанавливается 

судом. 

7. Применение к нарушителю мер ответственности за неисполнение судебного решения не 

освобождает его от обязанности совершить предусмотренное решением суда действие. 

8. Если установить лицо, распространившее сведения, порочащие честь, достоинство или 

деловую репутацию гражданина, невозможно, гражданин, в отношении которого такие сведения 

распространены, вправе обратиться в суд с заявлением о признании распространенных сведений не 

соответствующими действительности. 

9. Гражданин, в отношении которого распространены сведения, порочащие его честь, 

достоинство или деловую репутацию, наряду с опровержением таких сведений или опубликованием 

своего ответа вправе требовать возмещения убытков и компенсации морального вреда, причиненных 

распространением таких сведений. 

10. Правила пунктов 1 - 9 настоящей статьи, за исключением положений о компенсации 

морального вреда, могут быть применены судом также к случаям распространения любых не 

соответствующих действительности сведений о гражданине, если такой гражданин докажет 

несоответствие указанных сведений действительности. Срок исковой давности по требованиям, 

предъявляемым в связи с распространением указанных сведений в средствах массовой информации, 

составляет один год со дня опубликования таких сведений в соответствующих средствах массовой 

информации. 

11. Правила настоящей статьи о защите деловой репутации гражданина, за исключением 

положений о компенсации морального вреда, соответственно применяются к защите деловой 

репутации юридического лица. 

 

Статья 152.1. Охрана изображения гражданина 
1. Обнародование и дальнейшее использование изображения гражданина (в том числе его 

фотографии, а также видеозаписи или произведения изобразительного искусства, в которых он 

изображен) допускаются только с согласия этого гражданина. После смерти гражданина его 

изображение может использоваться только с согласия детей и пережившего супруга, а при их 

отсутствии - с согласия родителей. Такое согласие не требуется в случаях, когда: 

1) использование изображения осуществляется в государственных, общественных или иных 

публичных интересах; 

2) изображение гражданина получено при съемке, которая проводится в местах, открытых для 

свободного посещения, или на публичных мероприятиях (собраниях, съездах, конференциях, 

концертах, представлениях, спортивных соревнованиях и подобных мероприятиях), за исключением 

случаев, когда такое изображение является основным объектом использования; 

3) гражданин позировал за плату. 

2. Изготовленные в целях введения в гражданский оборот, а также находящиеся в обороте 

экземпляры материальных носителей, содержащих изображение гражданина, полученное или 

используемое с нарушением пункта 1 настоящей статьи, подлежат на основании судебного решения 

изъятию из оборота и уничтожению без какой бы то ни было компенсации. 

3. Если изображение гражданина, полученное или используемое с нарушением пункта 1 

настоящей статьи, распространено в сети "Интернет", гражданин вправе требовать удаления этого 

изображения, а также пресечения или запрещения дальнейшего его распространения. 

Статья 152.2. Охрана частной жизни гражданина 
1. Если иное прямо не предусмотрено законом, не допускаются без согласия гражданина сбор, 
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хранение, распространение и использование любой информации о его частной жизни, в частности 

сведений о его происхождении, о месте его пребывания или жительства, о личной и семейной жизни. 

Не являются нарушением правил, установленных абзацем первым настоящего пункта, сбор, 

хранение, распространение и использование информации о частной жизни гражданина в 

государственных, общественных или иных публичных интересах, а также в случаях, если 

информация о частной жизни гражданина ранее стала общедоступной либо была раскрыта самим 

гражданином или по его воле. 

2. Стороны обязательства не вправе разглашать ставшую известной им при возникновении и 

(или) исполнении обязательства информацию о частной жизни гражданина, являющегося стороной 

или третьим лицом в данном обязательстве, если соглашением не предусмотрена возможность такого 

разглашения информации о сторонах. 

3. Неправомерным распространением полученной с нарушением закона информации о частной 

жизни гражданина считается, в частности, ее использование при создании произведений науки, 

литературы и искусства, если такое использование нарушает интересы гражданина. 

4. В случаях, когда информация о частной жизни гражданина, полученная с нарушением 

закона, содержится в документах, видеозаписях или на иных материальных носителях, гражданин 

вправе обратиться в суд с требованием об удалении соответствующей информации, а также о 

пресечении или запрещении дальнейшего ее распространения путем изъятия и уничтожения без 

какой бы то ни было компенсации изготовленных в целях введения в гражданский оборот 

экземпляров материальных носителей, содержащих соответствующую информацию, если без 

уничтожения таких экземпляров материальных носителей удаление соответствующей информации 

невозможно. 

5. Право требовать защиты частной жизни гражданина способами, предусмотренными пунктом 

2 статьи 150 настоящего Кодекса и настоящей статьей, в случае его смерти имеют дети, родители и 

переживший супруг такого гражданина. 

 

Дисциплинарная ответственность 

 

Статья 90 ТК РФ. Ответственность за нарушение норм, регулирующих обработку и 

защиту персональных данных обучающихся и их родителей (законных представителей) 

 

Лица, виновные в нарушении норм, регулирующих получение, обработку и защиту 

персональных данных обучающихся и их родителей (законных представителей), привлекаются к 

дисциплинарной и материальной ответственности в порядке, установленном настоящим Кодексом и 

иными федеральными законами, а также привлекаются к гражданско-правовой, административной и 

уголовной ответственности в порядке, установленном федеральными законами. 

 

Статья 192 ТК РФ.  Дисциплинарные взыскания 

 

За совершение дисциплинарного проступка, то есть неисполнение или ненадлежащее 

исполнение работником по его вине возложенных на него трудовых обязанностей, работодатель 

имеет право применить следующие дисциплинарные взыскания: 

1) замечание; 

2) выговор; 

3) увольнение по соответствующим основаниям. 

 

Статья 81 ТК РФ.  Расторжение трудового договора по инициативе работодателя 

 

Трудовой договор, может быть, расторгнут работодателем в случаях: 

… 

6) однократного грубого нарушения работником трудовых обязанностей: 

… 

в) разглашения охраняемой законом тайны (государственной, коммерческой, служебной и 

иной), ставшей известной работнику в связи с исполнением им трудовых обязанностей, в том числе 

разглашения персональных данных другого обучающихся и их родителей (законных 

представителей). 
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