


в порядке, предусмотренном настоящим Федеральным законом  (подп. 1.1. п. 1  ст. 3 

Федерального закона  № 152-ФЗ); 

оператор персональных данных (оператор) – государственный орган, 

муниципальный орган, юридическое или физическое лицо, самостоятельно или совместно с 

другими лицами организующие и (или) осуществляющие обработку персональных данных, а 

также определяющие цели обработки персональных данных, состав персональных данных, 

подлежащих обработке, действия (операции), совершаемые с персональными данными  (п. 2, 

ст. 3 Федерального закона  № 152-ФЗ); 

обработка персональных данных – любое действие (операция) или совокупность 

действий (операций) с персональными данными, совершаемых с использованием средств 

автоматизации или без их использования. Обработка персональных данных включает в себя, 

в том числе  (п. 3, ст. 3 Федерального закона  № 152-ФЗ): 

сбор; 

запись;  

систематизацию;  

накопление; 

хранение; 

уточнение (обновление, изменение); 

извлечение; 

использование; 

передачу (распространение, предоставление, доступ); 

обезличивание; 

блокирование;  

удаление; 

уничтожение. 

автоматизированная обработка персональных данных – обработка персональных 

данных с помощью средств вычислительной техники  (п. 4, ст. 3 Федерального закона  № 

152-ФЗ); 

распространение персональных данных – действия, направленные на раскрытие 

персональных данных неопределенному кругу лиц (п. 5, ст. 3 Федерального закона  № 152-

ФЗ); 

предоставление персональных данных – действия, направленные на раскрытие 

персональных данных определенному лицу или определенному кругу лиц (п. 6, ст. 3 

Федерального закона  № 152-ФЗ); 

блокирование персональных данных – временное прекращение обработки 

персональных данных (за исключением случаев, если обработка необходима для уточнения 

персональных данных) (п. 7, ст. 3 Федерального закона  № 152-ФЗ); 

уничтожение персональных данных – действия, в результате которых становится 

невозможным восстановить содержание персональных данных в информационной системе 

персональных данных и (или) в результате которых уничтожаются материальные носители 

персональных данных (п. 8, ст. 3 Федерального закона  № 152-ФЗ); 

обезличивание персональных данных – действия, в результате которых становится 

невозможным без использования дополнительной информации определить принадлежность 

персональных данных конкретному субъекту персональных данных (п. 9, ст. 3 Федерального 

закона  № 152-ФЗ); 

информационная система персональных данных – совокупность содержащихся в 

базах данных персональных данных и обеспечивающих их обработку информационных 

технологий и технических средств (п. 10, ст. 3 Федерального закона  № 152-ФЗ); 

трансграничная передача персональных данных – передача персональных данных 

на территорию иностранного государства органу власти иностранного государства, 

иностранному физическому лицу или иностранному юридическому лицу (п. 11, ст. 3 

Федерального закона  № 152-ФЗ). 



1.1. Права субъекта персональных данных: 

1.6.1. Право субъекта персональных данных на доступ к его персональным данным 

(ст. 14 Федерального закона  № 152-ФЗ): 

1.6.1.1. Субъект персональных данных имеет право на получение сведений, указанных 

в подп. 1.6.1.3. настоящего раздела, за исключением случаев, предусмотренных п. 6.5. 

настоящей Политики. Субъект персональных данных вправе требовать от оператора 

уточнения его персональных данных, их блокирования или уничтожения в случае, если 

персональные данные являются неполными, устаревшими, неточными, незаконно 

полученными или не являются необходимыми для заявленной цели обработки, а также 

принимать предусмотренные законом меры по защите своих прав  (ч. 1 ст. 14 Федерального 

закона  № 152-ФЗ). 

1.6.1.2. Сведения, указанные в подп. 1.6.1.3. настоящего раздела, должны быть 

предоставлены субъекту персональных данных оператором в доступной форме, и в них не 

должны содержаться персональные данные, относящиеся к другим субъектам персональных 

данных, за исключением случаев, если имеются законные основания для раскрытия таких 

персональных данных (ч. 2 ст. 14 Федерального закона  № 152-ФЗ). 

1.6.1.3. Субъект персональных данных имеет право на получение информации, 

касающейся обработки его персональных данных, в том числе содержащей (ч. 7 ст. 14 

Федерального закона  № 152-ФЗ): 

1) подтверждение факта обработки персональных данных оператором; 

2) правовые основания и цели обработки персональных данных; 

3) цели и применяемые оператором способы обработки персональных данных; 

4) наименование и место нахождения оператора, сведения о лицах (за исключением 

работников оператора), которые имеют доступ к персональным данным или которым могут 

быть раскрыты персональные данные на основании договора с оператором или на основании 

федерального закона; 

5) обрабатываемые персональные данные, относящиеся к соответствующему субъекту 

персональных данных, источник их получения, если иной порядок представления таких 

данных не предусмотрен федеральным законом; 

6) сроки обработки персональных данных, в том числе сроки их хранения; 

7) порядок осуществления субъектом персональных данных прав, предусмотренных 

настоящим Федеральным законом; 

8) информацию об осуществленной или о предполагаемой трансграничной передаче 

данных; 

9) наименование или фамилию, имя, отчество и адрес лица, осуществляющего 

обработку персональных данных по поручению оператора, если обработка поручена или 

будет поручена такому лицу; 

9.1) информацию о способах исполнения оператором обязанностей, установленных 

статьей 18.1 Федерального закона  № 152-ФЗ. 

10) иные сведения, предусмотренные Федеральным законом  № 152-ФЗ или другими 

федеральными законами. 

1.6.2. Права субъектов персональных данных при обработке их персональных данных 

в целях продвижения товаров, работ, услуг на рынке, а также в целях политической агитации 

(ст. 15 Федерального закона  № 152-ФЗ): 

1.6.2.1. Обработка персональных данных в целях продвижения товаров, работ, услуг 

на рынке путем осуществления прямых контактов с потенциальным потребителем с 

помощью средств связи допускается только при условии предварительного согласия 

субъекта персональных данных. Указанная обработка персональных данных признается 

осуществляемой без предварительного согласия субъекта персональных данных, если 

оператор не докажет, что такое согласие было получено (ч. 1 ст. 15 Федерального закона  № 

152-ФЗ). 
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1.6.2.2. Оператор обязан немедленно прекратить по требованию субъекта 

персональных данных обработку его персональных данных, указанную в части 1 настоящей 

статьи (ч. 2 ст. 15 Федерального закона  № 152-ФЗ). 

1.6.3. Права субъектов персональных данных при принятии решений на основании 

исключительно автоматизированной обработки их персональных данных (ст. 16 

Федерального закона  № 152-ФЗ): 

1.6.3.1. Запрещается принятие на основании исключительно автоматизированной 

обработки персональных данных решений, порождающих юридические последствия в 

отношении субъекта персональных данных или иным образом затрагивающих его права и 

законные интересы, за исключением случаев, предусмотренных подп. 1.6.3.2 настоящего 

раздела (ч. 1 ст. 16 Федерального закона  № 152-ФЗ). 

1.6.3.2. Решение, порождающее юридические последствия в отношении субъекта 

персональных данных или иным образом затрагивающее его права и законные интересы, 

может быть принято на основании исключительно автоматизированной обработки его 

персональных данных только при наличии согласия в письменной форме субъекта 

персональных данных или в случаях, предусмотренных федеральными законами, 

устанавливающими также меры по обеспечению соблюдения прав и законных интересов 

субъекта персональных данных (ч. 2 ст. 16 Федерального закона  № 152-ФЗ). 

1.6.3.3. Оператор обязан разъяснить субъекту персональных данных порядок 

принятия решения на основании исключительно автоматизированной обработки его 

персональных данных и возможные юридические последствия такого решения, предоставить 

возможность заявить возражение против такого решения, а также разъяснить порядок 

защиты субъектом персональных данных своих прав и законных интересов  (ч. 3 ст. 16 

Федерального закона  № 152-ФЗ). 

1.6.3.4. Оператор обязан рассмотреть возражение, указанное в части 3 настоящей 

статьи, в течение тридцати дней со дня его получения и уведомить субъекта персональных 

данных о результатах рассмотрения такого возражения (ч. 4 ст. 16 Федерального закона  № 

152-ФЗ). 

1.6.4. Право на обжалование действий или бездействия оператора (ст. 17 

Федерального закона  № 152-ФЗ). 

1.6.4.1. Если субъект персональных данных считает, что оператор осуществляет 

обработку его персональных данных с нарушением требований настоящего Федерального 

закона или иным образом нарушает его права и свободы, субъект персональных данных 

вправе обжаловать действия или бездействие оператора в уполномоченный орган по защите 

прав субъектов персональных данных или в судебном порядке (ч. 1 ст. 17 Федерального 

закона  № 152-ФЗ). 

1.6.4.2. Субъект персональных данных имеет право на защиту своих прав и законных 

интересов, в том числе на возмещение убытков и (или) компенсацию морального вреда в 

судебном порядке (ч. 2 ст. 17 Федерального закона  № 152-ФЗ). 

1.7. Обязанности Оператора: 

1.7.1. Обязанности оператора при сборе персональных данных:  

1.7.1.1. При сборе персональных данных оператор обязан предоставить субъекту 

персональных данных по его просьбе информацию, предусмотренную п. 1.6.1.7. настоящего 

Положения (ч. 1 ст. 18 Федерального закона  № 152-ФЗ). 

1.7.1.2. Если в соответствии с федеральным законом предоставление персональных 

данных и (или) получение оператором согласия на обработку персональных данных 

являются обязательными, оператор обязан разъяснить субъекту персональных данных 

юридические последствия отказа предоставить его персональные данные и (или) дать 

согласие на их обработку (ч. 2 ст. 18 Федерального закона  № 152-ФЗ). 

1.7.1.3. Если персональные данные получены не от субъекта персональных данных, 

оператор, за исключением случаев, предусмотренных п. 1.7.1.4. настоящего раздела, до 
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начала обработки таких персональных данных обязан предоставить субъекту персональных 

данных следующую информацию (ч. 3 ст. 18 Федерального закона  № 152-ФЗ): 

1) наименование либо фамилия, имя, отчество и адрес оператора или его 

представителя; 

2) цель обработки персональных данных и ее правовое основание; 

2.1) перечень персональных данных; 

3) предполагаемые пользователи персональных данных; 

4) установленные Федеральным законом № 152 - ФЗ  права субъекта персональных 

данных; 

5) источник получения персональных данных. 

1.7.1.4. Оператор освобождается от обязанности предоставить субъекту персональных 

данных сведения, предусмотренные п. 1.7.1.3. настоящего раздела, в случаях, если (ч. 4 ст. 18 

Федерального закона  № 152-ФЗ): 

1) субъект персональных данных уведомлен об осуществлении обработки его 

персональных данных соответствующим оператором; 

2) персональные данные получены оператором на основании федерального закона или 

в связи с исполнением договора, стороной которого либо выгодоприобретателем или 

поручителем по которому является субъект персональных данных; 

3) обработка персональных данных, разрешенных субъектом персональных данных 

для распространения, осуществляется с соблюдением запретов и условий, предусмотренных 

статьей 10.1 Федерального закона № 152  - ФЗ; 

4) оператор осуществляет обработку персональных данных для статистических или 

иных исследовательских целей, для осуществления профессиональной деятельности 

журналиста либо научной, литературной или иной творческой деятельности, если при этом 

не нарушаются права и законные интересы субъекта персональных данных; 

5) предоставление субъекту персональных данных сведений, предусмотренных п. 

1.7.1.3. настоящего раздела, нарушает права и законные интересы третьих лиц. 

1.7.1.5. При сборе персональных данных, в том числе посредством информационно-

телекоммуникационной сети «Интернет», оператор обязан обеспечить запись, 

систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение 

персональных данных граждан Российской Федерации с использованием баз данных, 

находящихся на территории Российской Федерации, за исключением случаев, указанных в 

пунктах 2, 3, 4, 8 части 1 статьи 6 Федерального закона № 152 - ФЗ. 

1.8. Меры, направленные на обеспечение выполнения оператором обязанностей, 

предусмотренных Федеральным законом № 152 - ФЗ: 

1.8.1. Оператор обязан принимать меры, необходимые и достаточные для обеспечения 

выполнения обязанностей, предусмотренных настоящим Федеральным законом и 

принятыми в соответствии с ним нормативными правовыми актами. Оператор 

самостоятельно определяет состав и перечень мер, необходимых и достаточных для 

обеспечения выполнения обязанностей, предусмотренных настоящим Федеральным законом 

и принятыми в соответствии с ним нормативными правовыми актами, если иное не 

предусмотрено настоящим Федеральным законом или другими федеральными законами. К 

таким мерам, в частности, относятся (ч. 1 ст. 18.1. Федерального закона № 152 - ФЗ). 

1) назначение оператором, являющимся юридическим лицом, ответственного за 

организацию обработки персональных данных; 

2) издание оператором, являющимся юридическим лицом, документов, 

определяющих политику оператора в отношении обработки персональных данных, 

локальных актов по вопросам обработки персональных данных, определяющих для каждой 

цели обработки персональных данных категории и перечень обрабатываемых персональных 

данных, категории субъектов, персональные данные которых обрабатываются, способы, 

сроки их обработки и хранения, порядок уничтожения персональных данных при 

достижении целей их обработки или при наступлении иных законных оснований, а также 
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локальных актов, устанавливающих процедуры, направленные на предотвращение и 

выявление нарушений законодательства Российской Федерации, устранение последствий 

таких нарушений. Такие документы и локальные акты не могут содержать положения, 

ограничивающие права субъектов персональных данных, а также возлагающие на 

операторов не предусмотренные законодательством Российской Федерации полномочия и 

обязанности; 

3) применение правовых, организационных и технических мер по обеспечению 

безопасности персональных данных в соответствии со статьей 19 Федерального закона № 

152 - ФЗ; 

4) осуществление внутреннего контроля и (или) аудита соответствия обработки 

персональных данных настоящему Федеральному закону и принятым в соответствии с ним 

нормативным правовым актам, требованиям к защите персональных данных, политике 

оператора в отношении обработки персональных данных, локальным актам оператора; 

5) оценка вреда, который может быть причинен субъектам персональных данных в 

случае нарушения настоящего Федерального закона, соотношение указанного вреда и 

принимаемых оператором мер, направленных на обеспечение выполнения обязанностей, 

предусмотренных настоящим Федеральным законом; 

6) ознакомление работников оператора, непосредственно осуществляющих обработку 

персональных данных, с положениями законодательства Российской Федерации о 

персональных данных, в том числе требованиями к защите персональных данных, 

документами, определяющими политику оператора в отношении обработки персональных 

данных, локальными актами по вопросам обработки персональных данных, и (или) обучение 

указанных работников. 

1.8.2. Оператор обязан опубликовать или иным образом обеспечить неограниченный 

доступ к документу, определяющему его политику в отношении обработки персональных 

данных, к сведениям о реализуемых требованиях к защите персональных данных. Оператор, 

осуществляющий сбор персональных данных с использованием информационно-

телекоммуникационных сетей, обязан опубликовать в соответствующей информационно-

телекоммуникационной сети, в том числе на страницах принадлежащего оператору сайта в 

информационно-телекоммуникационной сети «Интернет», с использованием которых 

осуществляется сбор персональных данных, документ, определяющий его политику в 

отношении обработки персональных данных, и сведения о реализуемых требованиях к 

защите персональных данных, а также обеспечить возможность доступа к указанному 

документу с использованием средств соответствующей информационно-

телекоммуникационной сети (ч. 2 ст. 18.1. Федерального закона № 152 - ФЗ). 

1.8.3. Правительство Российской Федерации устанавливает перечень мер, 

направленных на обеспечение выполнения обязанностей, предусмотренных настоящим 

Федеральным законом и принятыми в соответствии с ним нормативными правовыми актами, 

операторами, являющимися государственными или муниципальными органами (ч. 3 ст. 18.1. 

Федерального закона № 152 - ФЗ). 

1.8.4. Оператор обязан представить документы и локальные акты, указанные в п. 1.8.1. 

настоящего раздела, и (или) иным образом подтвердить принятие мер, указанных в п. 1.8.1. 

настоящего раздела, по запросу уполномоченного органа по защите прав субъектов 

персональных данных (ч. 4 ст. 18.1. Федерального закона № 152 - ФЗ). 

1.9. Меры по обеспечению безопасности персональных данных при их обработке 

1.9.1. Оператор при обработке персональных данных обязан принимать необходимые 

правовые, организационные и технические меры или обеспечивать их принятие для защиты 

персональных данных от неправомерного или случайного доступа к ним, уничтожения, 

изменения, блокирования, копирования, предоставления, распространения персональных 

данных, а также от иных неправомерных действий в отношении персональных данных (ч. 1 

ст. 19 Федерального закона № 152 - ФЗ»). 
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1.9.2. Обеспечение безопасности персональных данных достигается, в частности (ч. 2 

ст. 19 Федерального закона № 152 - ФЗ»): 

1) определением угроз безопасности персональных данных при их обработке в 

информационных системах персональных данных; 

2) применением организационных и технических мер по обеспечению безопасности 

персональных данных при их обработке в информационных системах персональных данных, 

необходимых для выполнения требований к защите персональных данных, исполнение 

которых обеспечивает установленные Правительством Российской Федерации уровни 

защищенности персональных данных; 

3) применением прошедших в установленном порядке процедуру оценки соответствия 

средств защиты информации; 

4) оценкой эффективности принимаемых мер по обеспечению безопасности 

персональных данных до ввода в эксплуатацию информационной системы персональных 

данных; 

5) учетом машинных носителей персональных данных; 

6) обнаружением фактов несанкционированного доступа к персональным данным и 

принятием мер, в том числе мер по обнаружению, предупреждению и ликвидации 

последствий компьютерных атак на информационные системы персональных данных и по 

реагированию на компьютерные инциденты в них; 

7) восстановлением персональных данных, модифицированных или уничтоженных 

вследствие несанкционированного доступа к ним; 

8) установлением правил доступа к персональным данным, обрабатываемым в 

информационной системе персональных данных, а также обеспечением регистрации и учета 

всех действий, совершаемых с персональными данными в информационной системе 

персональных данных; 

9) контролем за принимаемыми мерами по обеспечению безопасности персональных 

данных и уровня защищенности информационных систем персональных данных. 

1.9.3. Правительство Российской Федерации с учетом возможного вреда субъекту 

персональных данных, объема и содержания обрабатываемых персональных данных, вида 

деятельности, при осуществлении которого обрабатываются персональные данные, 

актуальности угроз безопасности персональных данных устанавливает (ч. 3 ст. 19 

Федерального закона № 152 - ФЗ»): 

1) уровни защищенности персональных данных при их обработке в информационных 

системах персональных данных в зависимости от угроз безопасности этих данных; 

2) требования к защите персональных данных при их обработке в информационных 

системах персональных данных, исполнение которых обеспечивает установленные уровни 

защищенности персональных данных; 

3) требования к материальным носителям биометрических персональных данных и 

технологиям хранения таких данных вне информационных систем персональных данных. 

1.9.4. Состав и содержание необходимых для выполнения установленных 

Правительством Российской Федерации в соответствии с п. 1.9.3. настоящего раздела 

требований к защите персональных данных для каждого из уровней защищенности, 

организационных и технических мер по обеспечению безопасности персональных данных 

при их обработке в информационных системах персональных данных устанавливаются 

федеральным органом исполнительной власти, уполномоченным в области обеспечения 

безопасности, и федеральным органом исполнительной власти, уполномоченным в области 

противодействия техническим разведкам и технической защиты информации, в пределах их 

полномочий (ч. 4 ст. 19 Федерального закона № 152 - ФЗ»). 

1.9.5. Федеральные органы исполнительной власти, осуществляющие функции по 

выработке государственной политики и нормативно-правовому регулированию в 

установленной сфере деятельности, органы государственной власти субъектов Российской 

Федерации, Банк России, органы государственных внебюджетных фондов, иные 
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государственные органы в пределах своих полномочий принимают нормативные правовые 

акты, в которых определяют угрозы безопасности персональных данных, актуальные при 

обработке персональных данных в информационных системах персональных данных, 

эксплуатируемых при осуществлении соответствующих видов деятельности, с учетом 

содержания персональных данных, характера и способов их обработки (ч. 5 ст. 19 

Федерального закона № 152 - ФЗ»). 

1.9.6. Наряду с угрозами безопасности персональных данных, определенных в 

нормативных правовых актах, принятых в соответствии с п. 1.9.5. настоящего раздела, 

ассоциации, союзы и иные объединения операторов своими решениями вправе определить 

дополнительные угрозы безопасности персональных данных, актуальные при обработке 

персональных данных в информационных системах персональных данных, эксплуатируемых 

при осуществлении определенных видов деятельности членами таких ассоциаций, союзов и 

иных объединений операторов, с учетом содержания персональных данных, характера и 

способов их обработки (ч. 6 ст. 19 Федерального закона № 152 - ФЗ»). 

1.9.7. Проекты нормативных правовых актов, указанных в п.1.9.5. настоящего раздела, 

подлежат согласованию с федеральным органом исполнительной власти, уполномоченным в 

области обеспечения безопасности, и федеральным органом исполнительной власти, 

уполномоченным в области противодействия техническим разведкам и технической защиты 

информации. Проекты решений, указанных в части 6 настоящей статьи, подлежат 

согласованию с федеральным органом исполнительной власти, уполномоченным в области 

обеспечения безопасности, и федеральным органом исполнительной власти, 

уполномоченным в области противодействия техническим разведкам и технической защиты 

информации, в порядке, установленном Правительством Российской Федерации. Решение 

федерального органа исполнительной власти, уполномоченного в области обеспечения 

безопасности, и федерального органа исполнительной власти, уполномоченного в области 

противодействия техническим разведкам и технической защиты информации, об отказе в 

согласовании проектов решений, указанных в части 6 настоящей статьи, должно быть 

мотивированным (ч. 7 ст. 19 Федерального закона № 152 - ФЗ»). 

1.9.8. Контроль и надзор за выполнением организационных и технических мер по 

обеспечению безопасности персональных данных, установленных в соответствии с 

настоящей статьей, при обработке персональных данных в государственных 

информационных системах персональных данных осуществляются федеральным органом 

исполнительной власти, уполномоченным в области обеспечения безопасности, и 

федеральным органом исполнительной власти, уполномоченным в области противодействия 

техническим разведкам и технической защиты информации, в пределах их полномочий и без 

права ознакомления с персональными данными, обрабатываемыми в информационных 

системах персональных данных (ч. 8 ст. 19 Федерального закона № 152 - ФЗ»). 

1.9.9. Федеральный орган исполнительной власти, уполномоченный в области 

обеспечения безопасности, и федеральный орган исполнительной власти, уполномоченный в 

области противодействия техническим разведкам и технической защиты информации, 

решением Правительства Российской Федерации с учетом значимости и содержания 

обрабатываемых персональных данных могут быть наделены полномочиями по контролю за 

выполнением организационных и технических мер по обеспечению безопасности 

персональных данных, установленных в соответствии с настоящей статьей, при их обработке 

в информационных системах персональных данных, эксплуатируемых при осуществлении 

определенных видов деятельности и не являющихся государственными информационными 

системами персональных данных, без права ознакомления с персональными данными, 

обрабатываемыми в информационных системах персональных данных данных (ч. 9 ст. 19 

Федерального закона № 152 - ФЗ»). 

1.9.10. Использование и хранение биометрических персональных данных вне 

информационных систем персональных данных могут осуществляться только на таких 

материальных носителях информации и с применением такой технологии ее хранения, 
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которые обеспечивают защиту этих данных от неправомерного или случайного доступа к 

ним, их уничтожения, изменения, блокирования, копирования, предоставления, 

распространения данных (ч. 10 ст. 19 Федерального закона № 152 - ФЗ»). 

1.9.11. Для целей настоящего пункта под угрозами безопасности персональных 

данных понимается совокупность условий и факторов, создающих опасность 

несанкционированного, в том числе случайного, доступа к персональным данным, 

результатом которого могут стать уничтожение, изменение, блокирование, копирование, 

предоставление, распространение персональных данных, а также иные неправомерные 

действия при их обработке в информационной системе персональных данных. Под уровнем 

защищенности персональных данных понимается комплексный показатель, 

характеризующий требования, исполнение которых обеспечивает нейтрализацию 

определенных угроз безопасности персональных данных при их обработке в 

информационных системах персональных данных (ч. 11 ст. 19 Федерального закона № 152 - 

ФЗ»). 

1.9.12. Оператор обязан в порядке, определенном федеральным органом 

исполнительной власти, уполномоченным в области обеспечения безопасности, 

обеспечивать взаимодействие с государственной системой обнаружения, предупреждения и 

ликвидации последствий компьютерных атак на информационные ресурсы Российской 

Федерации, включая информирование его о компьютерных инцидентах, повлекших 

неправомерную передачу (предоставление, распространение, доступ) персональных данных  

(ч. 12 ст. 19 Федерального закона № 152 - ФЗ»). 

1.9.13. Указанная в п. 1.9.12. настоящего раздела информация (за исключением 

информации, составляющей государственную тайну) передается федеральным органом 

исполнительной власти, уполномоченным в области обеспечения безопасности, в 

уполномоченный орган по защите прав субъектов персональных данных (ч. 13 ст. 19 

Федерального закона № 152 - ФЗ»). 

1.9.14. Порядок передачи информации в соответствии с п. 1.9.13. настоящего раздела 

устанавливается совместно федеральным органом исполнительной власти, уполномоченным 

в области обеспечения безопасности, и уполномоченным органом по защите прав субъектов 

персональных данных (ч. 14 ст. 19 Федерального закона № 152 - ФЗ»). 

1.10. Обязанности оператора при обращении к нему субъекта персональных данных 

либо при получении запроса субъекта персональных данных или его представителя, а также 

уполномоченного органа по защите прав субъектов персональных данных. 

1.10.1. Оператор обязан сообщить в порядке, предусмотренном п. 1.6.1.  настоящего 

раздела, субъекту персональных данных или его представителю информацию о наличии 

персональных данных, относящихся к соответствующему субъекту персональных данных, а 

также предоставить возможность ознакомления с этими персональными данными при 

обращении субъекта персональных данных или его представителя либо в течение десяти 

рабочих дней с даты получения запроса субъекта персональных данных или его 

представителя. Указанный срок может быть продлен, но не более чем на пять рабочих дней в 

случае направления оператором в адрес субъекта персональных данных мотивированного 

уведомления с указанием причин продления срока предоставления запрашиваемой 

информации (ч. 1 ст. 20 Федерального закона № 152 - ФЗ»). 

1.10.2. В случае отказа в предоставлении информации о наличии персональных 

данных о соответствующем субъекте персональных данных или персональных данных 

субъекту персональных данных или его представителю при их обращении либо при 

получении запроса субъекта персональных данных или его представителя оператор обязан 

дать в письменной форме мотивированный ответ, содержащий ссылку на положение ч. 8 ст. 

14 Федерального закона № 152 - ФЗ или иного федерального закона, являющееся основанием 

для такого отказа, в срок, не превышающий десяти рабочих дней со дня обращения субъекта 

персональных данных или его представителя либо с даты получения запроса субъекта 

персональных данных или его представителя. Указанный срок может быть продлен, но не 
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более чем на пять рабочих дней в случае направления оператором в адрес субъекта 

персональных данных мотивированного уведомления с указанием причин продления срока 

предоставления запрашиваемой информации (ч. 2 ст. 20 Федерального закона № 152 - ФЗ»). 

1.10.3. Оператор обязан предоставить безвозмездно субъекту персональных данных 

или его представителю возможность ознакомления с персональными данными, 

относящимися к этому субъекту персональных данных. В срок, не превышающий семи 

рабочих дней со дня предоставления субъектом персональных данных или его 

представителем сведений, подтверждающих, что персональные данные являются 

неполными, неточными или неактуальными, оператор обязан внести в них необходимые 

изменения. В срок, не превышающий семи рабочих дней со дня представления субъектом 

персональных данных или его представителем сведений, подтверждающих, что такие 

персональные данные являются незаконно полученными или не являются необходимыми для 

заявленной цели обработки, оператор обязан уничтожить такие персональные данные. 

Оператор обязан уведомить субъекта персональных данных или его представителя о 

внесенных изменениях и предпринятых мерах и принять разумные меры для уведомления 

третьих лиц, которым персональные данные этого субъекта были переданы (ч. 3 ст. 20 

Федерального закона № 152 - ФЗ»). 

1.10.4. Оператор обязан сообщить в уполномоченный орган по защите прав субъектов 

персональных данных по запросу этого органа необходимую информацию в течение десяти 

рабочих дней с даты получения такого запроса. Указанный срок может быть продлен, но не 

более чем на пять рабочих дней в случае направления оператором в адрес уполномоченного 

органа по защите прав субъектов персональных данных мотивированного уведомления с 

указанием причин продления срока предоставления запрашиваемой информации (ч. 4 ст. 20 

Федерального закона № 152 - ФЗ»). 

1.11. Обязанности оператора по устранению нарушений законодательства, 

допущенных при обработке персональных данных, по уточнению, блокированию и 

уничтожению персональных данных. 

1.11.1. В случае выявления неправомерной обработки персональных данных при 

обращении субъекта персональных данных или его представителя либо по запросу субъекта 

персональных данных или его представителя либо уполномоченного органа по защите прав 

субъектов персональных данных оператор обязан осуществить блокирование неправомерно 

обрабатываемых персональных данных, относящихся к этому субъекту персональных 

данных, или обеспечить их блокирование (если обработка персональных данных 

осуществляется другим лицом, действующим по поручению оператора) с момента такого 

обращения или получения указанного запроса на период проверки. В случае выявления 

неточных персональных данных при обращении субъекта персональных данных или его 

представителя либо по их запросу или по запросу уполномоченного органа по защите прав 

субъектов персональных данных оператор обязан осуществить блокирование персональных 

данных, относящихся к этому субъекту персональных данных, или обеспечить их 

блокирование (если обработка персональных данных осуществляется другим лицом, 

действующим по поручению оператора) с момента такого обращения или получения 

указанного запроса на период проверки, если блокирование персональных данных не 

нарушает права и законные интересы субъекта персональных данных или третьих лиц (ч. 1 

ст. 21 Федерального закона № 152 - ФЗ»). 

1.11.2. В случае подтверждения факта неточности персональных данных оператор на 

основании сведений, представленных субъектом персональных данных или его 

представителем либо уполномоченным органом по защите прав субъектов персональных 

данных, или иных необходимых документов обязан уточнить персональные данные либо 

обеспечить их уточнение (если обработка персональных данных осуществляется другим 

лицом, действующим по поручению оператора) в течение семи рабочих дней со дня 

представления таких сведений и снять блокирование персональных данных (ч. 2 ст. 21 

Федерального закона № 152 - ФЗ»). 

consultantplus://offline/ref=C356931A267C4C6EFFB03786744669CEF58915570213A9CEE32BBCC8E8B3B154141DAF9747F0047EB9BE7762FCE34652678AB18022FCEBA0N7CDN


1.11.3. В случае выявления неправомерной обработки персональных данных, 

осуществляемой оператором или лицом, действующим по поручению оператора, оператор в 

срок, не превышающий трех рабочих дней с даты этого выявления, обязан прекратить 

неправомерную обработку персональных данных или обеспечить прекращение 

неправомерной обработки персональных данных лицом, действующим по поручению 

оператора. В случае, если обеспечить правомерность обработки персональных данных 

невозможно, оператор в срок, не превышающий десяти рабочих дней с даты выявления 

неправомерной обработки персональных данных, обязан уничтожить такие персональные 

данные или обеспечить их уничтожение. Об устранении допущенных нарушений или об 

уничтожении персональных данных оператор обязан уведомить субъекта персональных 

данных или его представителя, а в случае, если обращение субъекта персональных данных 

или его представителя либо запрос уполномоченного органа по защите прав субъектов 

персональных данных были направлены уполномоченным органом по защите прав 

субъектов персональных данных, также указанный орган (ч. 3 ст. 21 Федерального закона № 

152 - ФЗ»). 

1.11.3.1. В случае установления факта неправомерной или случайной передачи 

(предоставления, распространения, доступа) персональных данных, повлекшей нарушение 

прав субъектов персональных данных, оператор обязан с момента выявления такого 

инцидента оператором, уполномоченным органом по защите прав субъектов персональных 

данных или иным заинтересованным лицом уведомить уполномоченный орган по защите 

прав субъектов персональных данных (ч. 3.1. ст. 21 Федерального закона № 152 - ФЗ»): 

1) в течение двадцати четырех часов о произошедшем инциденте, о предполагаемых 

причинах, повлекших нарушение прав субъектов персональных данных, и предполагаемом 

вреде, нанесенном правам субъектов персональных данных, о принятых мерах по 

устранению последствий соответствующего инцидента, а также предоставить сведения о 

лице, уполномоченном оператором на взаимодействие с уполномоченным органом по 

защите прав субъектов персональных данных, по вопросам, связанным с выявленным 

инцидентом; 

2) в течение семидесяти двух часов о результатах внутреннего расследования 

выявленного инцидента, а также предоставить сведения о лицах, действия которых стали 

причиной выявленного инцидента (при наличии). 

1.11.4. В случае достижения цели обработки персональных данных оператор обязан 

прекратить обработку персональных данных или обеспечить ее прекращение (если обработка 

персональных данных осуществляется другим лицом, действующим по поручению 

оператора) и уничтожить персональные данные или обеспечить их уничтожение (если 

обработка персональных данных осуществляется другим лицом, действующим по 

поручению оператора) в срок, не превышающий тридцати дней с даты достижения цели 

обработки персональных данных, если иное не предусмотрено договором, стороной 

которого, выгодоприобретателем или поручителем по которому является субъект 

персональных данных, иным соглашением между оператором и субъектом персональных 

данных либо если оператор не вправе осуществлять обработку персональных данных без 

согласия субъекта персональных данных на основаниях, предусмотренных настоящим 

Федеральным законом или другими федеральными законами (ч. 4 ст. 21 Федерального 

закона № 152 - ФЗ»). 

1.11.5. В случае отзыва субъектом персональных данных согласия на обработку его 

персональных данных оператор обязан прекратить их обработку или обеспечить 

прекращение такой обработки (если обработка персональных данных осуществляется другим 

лицом, действующим по поручению оператора) и в случае, если сохранение персональных 

данных более не требуется для целей обработки персональных данных, уничтожить 

персональные данные или обеспечить их уничтожение (если обработка персональных 

данных осуществляется другим лицом, действующим по поручению оператора) в срок, не 

превышающий тридцати дней с даты поступления указанного отзыва, если иное не 



предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по 

которому является субъект персональных данных, иным соглашением между оператором и 

субъектом персональных данных либо если оператор не вправе осуществлять обработку 

персональных данных без согласия субъекта персональных данных на основаниях, 

предусмотренных настоящим Федеральным законом или другими федеральными законами 

(ч. 5 ст. 21 Федерального закона № 152 - ФЗ»). 

1.11.5.1. В случае обращения субъекта персональных данных к оператору с 

требованием о прекращении обработки персональных данных оператор обязан в срок, не 

превышающий десяти рабочих дней с даты получения оператором соответствующего 

требования, прекратить их обработку или обеспечить прекращение такой обработки (если 

такая обработка осуществляется лицом, осуществляющим обработку персональных данных), 

за исключением случаев, предусмотренных пунктами 2 - 11 части 1 статьи 6, частью 2 статьи 

10 и частью 2 статьи 11 настоящего Федерального закона. Указанный срок может быть 

продлен, но не более чем на пять рабочих дней в случае направления оператором в адрес 

субъекта персональных данных мотивированного уведомления с указанием причин 

продления срока предоставления запрашиваемой информации (ч. 5.1. ст. 21 Федерального 

закона № 152 - ФЗ»). 

1.11.6. В случае отсутствия возможности уничтожения персональных данных в 

течение срока, указанного в частях 3 - 5.1 настоящей статьи, оператор осуществляет 

блокирование таких персональных данных или обеспечивает их блокирование (если 

обработка персональных данных осуществляется другим лицом, действующим по 

поручению оператора) и обеспечивает уничтожение персональных данных в срок не более 

чем шесть месяцев, если иной срок не установлен федеральными законами (ч. 6 ст. 21 

Федерального закона № 152 - ФЗ»). 

 

 Цели сбора персональных данных 

 

2.1. Персональные данные могут обрабатываться только для целей, 

непосредственно связанных с деятельностью Оператора в частности для: 

- выполнение обязательств по трудовому договору; 

- представлений к наградам, льготам, поощрениям; 

- осуществления образовательной деятельности; 

- участия в конкурсных и выставочных мероприятиях;  

- обеспечения личной безопасности сотрудников и обучающихся; 

- для достижения общественно значимых целей, не нарушающих права и свободы 

субъектов персональных данных 

- осуществления прав и законных интересов третьих лиц: 

- налоговой службы; 

- правоохранительных органов; 

- органов статистики; 

- социальный фонд России; 

- военкоматов; 

- банковских учреждений (в рамках зарплатного проекта); 

- образовательных учреждений; 

- подразделения муниципальных органов управления; 

2.2. Оператор собирает данные только в объеме, необходимом для достижения 

выше названных целей. 
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3. Правовые основания обработки персональных данных 
 

3.1. Правовым основанием обработки персональных данных является совокупность 

правовых актов, во исполнение которых и в соответствии с которыми оператор осуществляет 

обработку персональных данных. 

3.2. Правовым основанием обработки персональных данных являются: 

3.2.1. федеральные законы и принятые на их основе нормативные правовые акты, 

регулирующие отношения, связанные с деятельностью оператора: 

- Конституция Российской Федерации; 

- Трудовой кодекс Российской Федерации; 

- Федеральный закон от 27 июля 2006 года № 152-ФЗ «О персональных данных»; 

- Федеральный закон от 27.07.2006 № 149-ФЗ «Об информации, информационных 

технологиях и о защите информации»; 

- Федеральный закон от 01.04.1996г. № 27 - ФЗ «Об индивидуальном 

(персонифицированном) учете в системе обязательного пенсионного страхования»; 

- Положение об особенностях обработки персональных данных, осуществляемой без 

использования средств автоматизации, утвержденное постановлением Правительства 

Российской Федерации от 15 сентября 2008 года № 687 «Об утверждении Положения об 

особенностях обработки персональных данных, осуществляемой без использования средств 

автоматизации»; 

- Постановление Правительства Российской Федерации от 1 ноября 2012 г. № 1119 

«Об утверждении требований к защите персональных данных при их обработке в 

информационных системах персональных данных»; 

- Приказ ФСТЭК России от 18 февраля 2013 г. № 21 «Об утверждении состава 

и содержания организационных и технических мер по обеспечению безопасности 

персональных данных при их обработке в информационных системах персональных 

данных»; 

- Приказ Роскомнадзора от 05 сентября 2013 г. № 996 «Об утверждении требований 

и методов по обезличиванию персональных данных»; 

- Приказ ФНС России от 15.10.2020 N ЕД-7-11/753@ (ред. от 28.09.2021) «Об 

утверждении формы расчета сумм налога на доходы физических лиц, исчисленных и 

удержанных налоговым агентом (форма 6-НДФЛ), порядка ее заполнения и представления, 

формата представления расчета сумм налога на доходы физических лиц, исчисленных и 

удержанных налоговым агентом, в электронной форме, а также формы справки о 

полученных физическим лицом доходах и удержанных суммах налога на доходы физических 

лиц»; 

- иные нормативные правовые акты Российской Федерации и нормативные 

документы уполномоченных органов государственной власти; 

3.2.2. Устав Оператора; 

3.2.3. договоры, заключаемые между Оператором и субъектом персональных 

данных; 

3.2.4. согласие субъектов на обработку их персональных данных (в случаях, прямо не 

предусмотренных законодательством Российской Федерации, но соответствующих 

полномочиям Оператора). 

 

4. Объем и категории обрабатываемых персональных данных, 

категории субъектов персональных данных 
 

4.1. Содержание и объем обрабатываемых персональных данных должны 

соответствовать заявленным целям обработки. Обрабатываемые персональные данные не 

должны быть избыточными по отношению к заявленным целям их обработки (ч. 5 ст. 5 

Федерального закона № 152 - ФЗ). 



4.2. Оператор осуществляет обработку: 

- общедоступных персональных данных; 

- специальные категории персональных данных; 

- биометрические персональные данные; 

4.3. Оператор не производит трансграничную (на территорию иностранного 

государства органу власти иностранного государства, иностранному физическому лиц  или 

иностранному юридическому лицу ) передачу персональных данных. 

4.4.  Обработке оператором подлежат ПДн следующих субъектов ПДн: 

- работники оператора, бывшие работники, кандидаты на замещение вакантных 

должностей, кандидаты на трудоустройство, а также родственники работников; 

- обучающиеся; 

 - родители (законные представители) обучающегося. 

4.4.1.  Персональные данные работников оператора, бывших работников, кандидатов 

на замещение вакантных должностей, кандидатов на трудоустройство, а также 

родственников работников включают: 

4.4.1.1. Персональные данные работников Учреждения, бывших работников, 

кандидатов на замещение вакантных должностей, кандидатов на трудоустройство, а также 

родственников работников включают: 

 фамилию, имя, отчество; 

 место, год и дату рождения; 

 адрес места жительства по паспорту; 

 адрес места жительства фактический; 

 адрес электронной почты; 

 паспортные данные (серия, номер паспорта, кем и когда выдан); 

 СНИЛС; 

 информацию об образовании (наименование образовательного учреждения, сведения 

о документах, подтверждающие образование: наименование, номер, дата выдачи, 

профессия (специальность)); 

 сведения о трудовом стаже; 

 телефонный номер (домашний, рабочий, мобильный); 

 семейное положение и состав семьи (муж/жена, дети); 

 социальное положение; 

 имущественное положение; 

 доходы; 

 гражданство; 

 информацию о знании иностранных языков; 

 сведения о заработной плате; 

 данные трудового договора (дата, номер, срок, действия, характер работы, вид 

работы); 

 ИНН работника; 

 биометрические персональные данные (фотографическое изображение человека; 

видеоизображение человека; данные о голосе); 

 сведения об аттестации работников; 

 сведения о повышении квалификации; 

 сведения о профессиональной переподготовке; 

 сведения о наградах (поощрениях), почетных званиях; 

 информация о приеме на работу, перемещениях, переводах, увольнении; 

 информация об отпусках; 

 информация о командировках; 

 информацию о состоянии здоровья; 

consultantplus://offline/ref=DF4A100EED1C044B6D92F6A0CF173FEF20A8CB0D5D2055C883D56791E636BEE4ED81A89A68B010CA59769363BD5B4C58A178AD3BBF3DAAF3l5n1L


 информация о временной нетрудоспособности; 

 сведения о социальных льготах (гарантиях); 

 сведения о наличии судимости; 

 сведения о воинском учете; 

 сведения об инвалидности; 

4.4.1.2. Персональные данные обучающихся: 

 фамилию, имя, отчество; 

 место, год и дату рождения; 

  адрес проживания (фактический, по прописке); 

 СНИЛС; 

  свидетельство о рождении (серия, номер, дата выдачи, кем выдано); 

 информация о состояние здоровья; 

  сведение об инвалидности; 

  образовательное учреждение, посещаемое учащимся;  

 биометрические персональные данные (фотографическое изображение обучающегося, 

видеоизображение обучающегося, данные о голосе).  

4.4.1.3. Персональные данные родителя (законного представителя) обучающегося 

включают: 

 фамилию, имя, отчество; 

 год и дату рождения; 

 адрес проживания (фактический, по прописке); 

 СНИЛС; 

 паспортные данные (серия, номер паспорта, кем и когда выдан);  

 информацию о месте работы; 

 телефонный номер (домашний, рабочий, мобильный); 

 тип законного представительства (родитель, опекун); 

 степень родства (отец, мать, отчим, бабушка, тетя и т.д.). 

4.4. Субъект персональных данных принимает решение о предоставлении его 

персональных данных и дает согласие на их обработку свободно, своей волей и в своем 

интересе. Согласие на обработку персональных данных должно быть конкретным, 

предметным, информированным, сознательным и однозначным. Согласие на обработку 

персональных данных может быть дано субъектом персональных данных или его 

представителем в любой позволяющей подтвердить факт его получения форме, если иное не 

установлено федеральным законом. В случае получения согласия на обработку 

персональных данных от представителя субъекта персональных данных полномочия данного 

представителя на дачу согласия от имени субъекта персональных данных проверяются 

оператором (ч. 1 ст. 9 Федерального закона № 152 - ФЗ). 

4.5. Оператор обязан принимать меры, необходимые и достаточные для 

обеспечения выполнения обязанностей, предусмотренных настоящим Федеральным законом 

и принятыми в соответствии с ним нормативными правовыми актами. Оператор 

самостоятельно определяет состав и перечень мер, необходимых и достаточных для 

обеспечения выполнения обязанностей, предусмотренных настоящим Федеральным законом 

и принятыми в соответствии с ним нормативными правовыми актами, если иное не 

предусмотрено настоящим Федеральным законом или другими федеральными законами (ч. 1 

ст. 18.1. Федерального закона № 152 - ФЗ). 

 

5. Порядок и условия обработки персональных данных 

 

5.1.  Обработка персональных данных осуществляется с согласия субъектов 

персональных данных, если иное не предусмотрено законодательством РФ. При обработке 



ПДн Оператор осуществляет следующие действия с ПДн (п. 3 ч. 1 ст. 3 Федерального закона 

№ 152 - ФЗ):  

-сбор; 

- запись; 

- систематизацию; 

- накопление; 

- хранение; 

- уточнение (обновление, изменение); 

- извлечение; 

-использование;  

- передачу (распространение, предоставление, доступ); 

- обезличивание; 

- блокирование; 

-удаление; 

- уничтожение персональных данных. 

5.2. Обработка персональных данных в муниципальном бюджетном учреждении 

дополнительного образования «Детская школа искусств № 6 им. В.А. Солоухина» города 

Владимира осуществляется следующими способами: 

- неавтоматизированная обработка персональных данных (ч. 3 ст. 4 Федерального 

закона № 152 - ФЗ, п. 1 р.1 постановления Правительства РФ от 15.09.2008 № 687 «Об 

утверждении Положения об особенностях обработки персональных данных, осуществляемой 

без использования средств автоматизации»); 

- автоматизированная обработка персональных данных с передачей полученной 

информации по информационно-телекоммуникационным сетям или без таковой (п. 4 ч. 1 ст. 

3 Федерального закона № 152 - ФЗ, п. 2 р.1 постановления Правительства РФ от 15.09.2008 

№ 687 «Об утверждении Положения об особенностях обработки персональных данных, 

осуществляемой без использования средств автоматизации»); 

- смешанная обработка персональных данных (п. 3.1.6. приказа Роскомнадзора от 

30.05.2017 № 94 «Об утверждении методических рекомендаций по уведомлению 

уполномоченного органа о начале обработки персональных данных и о внесении изменений 

в ранее представленные сведения»). 

5.3. К обработке персональных данных допускаются только те работники 

оператора, в должностные (трудовые) обязанности которых входит обработка персональных 

данных. Указанные работники имеют право получать только те персональные данные, 

которые необходимы им для выполнения своих должностных (трудовых) обязанностей. 

Оператор и иные лица, получившие доступ к персональным данным, обязаны не раскрывать 

третьим лицам и не распространять персональные данные без согласия субъекта 

персональных данных, если иное не предусмотрено Федеральным законом (ст. 7 

Федерального закона  № 152 - ФЗ). 

5.4. Обработка персональных данных осуществляется путем: 

- получения информации, содержащей персональные данные, в устной и письменной 

форме непосредственно от субъектов персональных данных; 

- предоставления субъектами персональных данных оригиналов необходимых 

документов; 

- получения заверенных в установленном порядке копий документов, содержащих 

персональные данные или копирования оригиналов документов; 

- получения персональных данных при направлении запросов в органы 

государственной власти, государственные внебюджетные фонды, иные государственные 

органы, органы местного самоуправления, коммерческие и некоммерческие организации, 

физическим лицам в случаях и порядке, предусмотренных законодательством Российской 

Федерации; 

- получения персональных данных из общедоступных источников; 



- фиксации (регистрации) персональных данных в журналах, книгах, реестрах и 

других учетных формах; 

- внесения персональных данных в информационные системы Оператора; 

- использования иных средств и способов фиксации персональных данных, 

получаемых в рамках осуществляемой Оператором деятельности. 

5.5. Оператор обязан опубликовать или иным образом обеспечить неограниченный 

доступ к настоящей Политике в отношении обработки персональных данных, к сведениям о 

реализуемых требованиях к защите персональных данных. Оператор, осуществляющий сбор 

персональных данных с использованием информационно-телекоммуникационных сетей, 

обязан опубликовать в соответствующей информационно-телекоммуникационной сети 

настоящую Политику в отношении обработки персональных данных, и сведения о 

реализуемых требованиях к защите персональных данных, а также обеспечить возможность 

доступа к настоящей Политике с использованием средств соответствующей информационно-

телекоммуникационной сети (ч. 2 ст. 18 Федерального закона № 152- ФЗ). 

5.6. Оператор при обработке персональных данных обязан принимать необходимые 

правовые, организационные и технические меры или обеспечивать их принятие для защиты 

персональных данных от неправомерного или случайного доступа к ним, уничтожения, 

изменения, блокирования, копирования, предоставления, распространения персональных 

данных, а также от иных неправомерных действий в отношении персональных данных (ч. 1 

ст. 19 Федерального закона № 152 - ФЗ). 

5.7. Условием прекращения обработки персональных данных может являться 

достижение целей обработки персональных данных, истечение срока действия согласия или 

отзыв согласия субъекта персональных данных на обработку его персональных данных, а 

также выявление неправомерной обработки персональных данных (ч.ч. 3, 4, 5 Федерального 

закона № 152 - ФЗ). 

5.8. Хранение персональных данных должно осуществляться в форме, 

позволяющей определить субъекта персональных данных, не дольше, чем этого требуют 

цели обработки персональных данных, если срок хранения персональных данных не 

установлен Федеральным законом, договором, стороной которого, выгодоприобретателем 

или поручителем по которому является субъект персональных данных. Обрабатываемые 

персональные данные подлежат уничтожению либо обезличиванию по достижении целей 

обработки или в случае утраты необходимости в достижении этих целей, если иное не 

предусмотрено Федеральным законом (ч. 7 ст. 5 Федерального закона № 152 - ФЗ). 

5.9. При сборе персональных данных, в том числе посредством информационно-

телекоммуникационной сети «Интернет», оператор обязан обеспечить запись, 

систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение 

персональных данных граждан Российской Федерации с использованием баз данных, 

находящихся на территории Российской Федерации, за исключением случаев, указанных в 

пунктах 2, 3, 4, 8 части 1 статьи 6 Федерального закона 152 - ФЗ  (ч. 7 ст. 5 Федерального 

закона № 152 - ФЗ). 

5.10. Использование и хранение биометрических персональных данных вне 

информационных систем персональных данных может осуществляться только на таких 

материальных носителях информации и с применением такой технологии ее хранения, 

которые обеспечивают защиту этих данных от неправомерного или случайного доступа к 

ним, их уничтожения, изменения, блокирования, копирования, предоставления, 

распространения  (ч. 10 ст. 19 Федерального закона № 152 - ФЗ). 

5.11. Сроки хранения персональных данных Оператором определяются в 

соответствии с законодательством РФ и локальными нормативными актами Оператора в 

области документооборота  (подп. 2 ч. 1 ст. 18.1. Федерального закона № 152 - ФЗ). 
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6. Ответы на запросы субъектов на доступ к персональным данным. 

Актуализация, исправление, удаление и уничтожение  персональных данных. 

 

6.1. Сведения, указанные в ч. 7 ст. 14 Федерального закона № 152 - ФЗ, 

предоставляются субъекту персональных данных или его представителю оператором в 

течение десяти рабочих дней с момента обращения либо получения оператором запроса 

субъекта персональных данных или его представителя. Указанный срок может быть продлен, 

но не более чем на пять рабочих дней в случае направления оператором в адрес субъекта 

персональных данных мотивированного уведомления с указанием причин продления срока 

предоставления запрашиваемой информации. Запрос должен содержать номер основного 

документа, удостоверяющего личность субъекта персональных данных или его 

представителя, сведения о дате выдачи указанного документа и выдавшем его органе, 

сведения, подтверждающие участие субъекта персональных данных в отношениях с 

оператором (номер договора, дата заключения договора, условное словесное обозначение и 

(или) иные сведения), либо сведения, иным образом подтверждающие факт обработки 

персональных данных оператором, подпись субъекта персональных данных или его 

представителя. Запрос может быть направлен в форме электронного документа и подписан 

электронной подписью в соответствии с законодательством Российской Федерации. 

Оператор предоставляет сведения, указанные в ч. 7 ст. 14 Федерального закона № 152 - ФЗ 

субъекту персональных данных или его представителю в той форме, в которой направлены 

соответствующие обращение либо запрос, если иное не указано в обращении или запросе (ч. 

3 ст. 14 Федерального закона № 152 - ФЗ). 

6.2. В случае, если сведения, указанные в подп. 1.6.1.3. настоящей Политики, а 

также обрабатываемые персональные данные были предоставлены для ознакомления 

субъекту персональных данных по его запросу, субъект персональных данных вправе 

обратиться повторно к оператору или направить ему повторный запрос в целях получения 

сведений, указанных  в подп. 1.6.1.3. настоящей Политики, и ознакомления с такими 

персональными данными не ранее чем через тридцать дней после первоначального 

обращения или направления первоначального запроса, если более короткий срок не 

установлен федеральным законом, принятым в соответствии с ним нормативным правовым 

актом или договором, стороной которого либо выгодоприобретателем или поручителем по 

которому является субъект персональных данных (ч. 4 ст. 14 Федерального закона  № 152-

ФЗ). 

6.3. Субъект персональных данных вправе обратиться повторно к оператору или 

направить ему повторный запрос в целях получения сведений, указанных в подп. 1.6.1.3. 

настоящей Политики, а также в целях ознакомления с обрабатываемыми персональными 

данными до истечения срока, указанного в п. 6.2. настоящего раздела, в случае, если такие 

сведения и (или) обрабатываемые персональные данные не были предоставлены ему для 

ознакомления в полном объеме по результатам рассмотрения первоначального обращения. 

Повторный запрос наряду со сведениями, указанными в п. 6.1. настоящего раздела, должен 

содержать обоснование направления повторного запроса (ч. 5 ст. 14 Федерального закона  № 

152-ФЗ). 

6.4. Оператор вправе отказать субъекту персональных данных в выполнении 

повторного запроса, не соответствующего условиям, предусмотренным п. 6.2. и п. 6.3. 

настоящего раздела. Такой отказ должен быть мотивированным. Обязанность представления 

доказательств обоснованности отказа в выполнении повторного запроса лежит на операторе 

(ч. 6 ст. 14 Федерального закона  № 152-ФЗ). 

6.5. Право субъекта персональных данных на доступ к его персональным данным 

может быть ограничено в соответствии с федеральными законами, в том числе если (ч. 8 ст. 

14 Федерального закона № 152 - ФЗ): 
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1) обработка персональных данных осуществляется в соответствии с 

законодательством о противодействии легализации (отмыванию) доходов, полученных 

преступным путем, и финансированию терроризма; 

2) доступ субъекта персональных данных к его персональным данным нарушает права 

и законные интересы третьих лиц; 

3) обработка персональных данных осуществляется в случаях, предусмотренных 

законодательством Российской Федерации о транспортной безопасности, в целях 

обеспечения устойчивого и безопасного функционирования транспортного комплекса, 

защиты интересов личности, общества и государства в сфере транспортного комплекса от 

актов незаконного вмешательства. 

6.6. Оператор обязан предоставить безвозмездно субъекту персональных данных 

или его представителю возможность ознакомления с персональными данными, 

относящимися к этому субъекту персональных данных. В срок, не превышающий семи 

рабочих дней со дня предоставления субъектом персональных данных или его 

представителем сведений, подтверждающих, что персональные данные являются 

неполными, неточными или неактуальными, оператор обязан внести в них необходимые 

изменения. В срок, не превышающий семи рабочих дней со дня представления субъектом 

персональных данных или его представителем сведений, подтверждающих, что такие 

персональные данные являются незаконно полученными или не являются необходимыми для 

заявленной цели обработки, оператор обязан уничтожить такие персональные данные. 

Оператор обязан уведомить субъекта персональных данных или его представителя о 

внесенных изменениях и предпринятых мерах и принять разумные меры для уведомления 

третьих лиц, которым персональные данные этого субъекта были переданы (ч. 3 ст. 20 

Федерального закона № 152 - ФЗ). 

6.7. Оператор обязан сообщить в уполномоченный орган по защите прав субъектов 

персональных данных по запросу этого органа необходимую информацию в течение десяти 

рабочих дней с даты получения такого запроса. Указанный срок может быть продлен, но не 

более чем на пять рабочих дней в случае направления оператором в адрес уполномоченного 

органа по защите прав субъектов персональных данных мотивированного уведомления с 

указанием причин продления срока предоставления запрашиваемой информации (ч. 4 ст. 20 

Федерального закона № 152 - ФЗ). 

6.8. Согласие на обработку персональных данных может быть отозвано субъектом 

персональных данных. 6 

В случае отзыва субъектом персональных данных согласия на обработку его 

персональных данных оператор обязан прекратить их обработку или обеспечить 

прекращение такой обработки (если обработка персональных данных осуществляется другим 

лицом, действующим по поручению оператора) и в случае, если сохранение персональных 

данных более не требуется для целей обработки персональных данных, уничтожить 

персональные данные или обеспечить их уничтожение (если обработка персональных 

данных осуществляется другим лицом, действующим по поручению оператора) в срок, не 

превышающий тридцати дней с даты поступления указанного отзыва, если иное не 

предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по 

которому является субъект персональных данных, иным соглашением между оператором и 

субъектом персональных данных либо если оператор не вправе осуществлять обработку 

персональных данных без согласия субъекта персональных данных на основаниях, 

предусмотренных настоящим Федеральным законом или другими федеральными законами 

(ч. 5 ст. 21 Федерального закона № 152 - ФЗ). 

6.9. В случае обращения субъекта персональных данных к оператору с требованием 

о прекращении обработки персональных данных оператор обязан в срок, не превышающий 

десяти рабочих дней с даты получения оператором соответствующего требования, 

прекратить их обработку или обеспечить прекращение такой обработки (если такая 

обработка осуществляется лицом, осуществляющим обработку персональных данных), за 
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исключением случаев, предусмотренных пунктами 2 - 11 части 1 статьи 6 Федерального 

закона № 152 - ФЗ, частью 2 статьи 10 и частью 2 статьи 11 Федерального закона № 152 - ФЗ. 

Указанный срок может быть продлен, но не более чем на пять рабочих дней в случае 

направления оператором в адрес субъекта персональных данных мотивированного 

уведомления с указанием причин продления срока предоставления запрашиваемой 

информации (ч. 5.1. ст. 21 Федерального закона № 152 - ФЗ). 

6.10. В случае отсутствия возможности уничтожения персональных данных в 

течение срока, указанного в частях 3 - 5.1 ст. 21 Федерального закона № 152 - ФЗ, оператор 

осуществляет блокирование таких персональных данных или обеспечивает их блокирование 

(если обработка персональных данных осуществляется другим лицом, действующим по 

поручению оператора) и обеспечивает уничтожение персональных данных в срок не более 

чем шесть месяцев, если иной срок не установлен федеральными законами (ч. 6 ст. 21 

Федерального закона № 152 - ФЗ). 

 

7. Требования к защите персональных данных, реализуемые Оператором. 
 

7.1. Обеспечение безопасности персональных данных при их обработке  

Оператором осуществляется в соответствии с законодательством Российской Федерации и 

требованиями уполномоченного органа государственной власти по защите прав субъектов 

персональных данных, федерального органа исполнительной власти, уполномоченного в 

области обеспечения безопасности, и федерального органа исполнительной власти, 

уполномоченного в области противодействия техническим разведкам и технической защиты 

информации. 

7.2. Оператор при обработке персональных данных обязан принимать необходимые 

правовые, организационные и технические меры или обеспечивать их принятие для защиты 

персональных данных от неправомерного или случайного доступа к ним, уничтожения, 

изменения, блокирования, копирования, предоставления, распространения персональных 

данных, а также от иных неправомерных действий в отношении персональных данных (ч. 1 

ст. 19 Федерального закона № 152 - ФЗ). 

7.3. Обеспечение безопасности персональных данных достигается, в частности (ч. 1 

ст. 19 Федерального закона № 152 - ФЗ): 

1) определением угроз безопасности персональных данных при их обработке в 

информационных системах персональных данных; 

2) применением организационных и технических мер по обеспечению безопасности 

персональных данных при их обработке в информационных системах персональных данных, 

необходимых для выполнения требований к защите персональных данных, исполнение 

которых обеспечивает установленные Правительством Российской Федерации уровни 

защищенности персональных данных; 

3) оценкой эффективности принимаемых мер по обеспечению безопасности 

персональных данных до ввода в эксплуатацию информационной системы персональных 

данных; 

4) учетом машинных носителей персональных данных; 

5) обнаружением фактов несанкционированного доступа к персональным данным и 

принятием мер, в том числе мер по обнаружению, предупреждению и ликвидации 

последствий компьютерных атак на информационные системы персональных данных и по 

реагированию на компьютерные инциденты в них; 

6) восстановлением персональных данных, модифицированных или уничтоженных 

вследствие несанкционированного доступа к ним; 

7) установлением правил доступа к персональным данным, обрабатываемым в 

информационной системе персональных данных, а также обеспечением регистрации и учета 

всех действий, совершаемых с персональными данными в информационной системе 

персональных данных; 
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8) контролем за принимаемыми мерами по обеспечению безопасности персональных 

данных и уровня защищенности информационных систем персональных данных. 

7.4. Правительство Российской Федерации с учетом возможного вреда субъекту 

персональных данных, объема и содержания обрабатываемых персональных данных, вида 

деятельности, при осуществлении которого обрабатываются персональные данные, 

актуальности угроз безопасности персональных данных устанавливает (ч. 3 ст. 19 

Федерального закона № 152 - ФЗ): 

1) уровни защищенности персональных данных при их обработке в информационных 

системах персональных данных в зависимости от угроз безопасности этих данных; 

2) требования к защите персональных данных при их обработке в информационных 

системах персональных данных, исполнение которых обеспечивает установленные уровни 

защищенности персональных данных; 

3) требования к материальным носителям биометрических персональных данных и 

технологиям хранения таких данных вне информационных систем персональных данных. 

7.5. Состав и содержание необходимых для выполнения установленных 

Правительством Российской Федерации в соответствии с ч. 3 ст. 19 Федерального закона № 

152 - ФЗ требований к защите персональных данных для каждого из уровней защищенности, 

организационных и технических мер по обеспечению безопасности персональных данных 

при их обработке в информационных системах персональных данных устанавливаются 

федеральным органом исполнительной власти, уполномоченным в области обеспечения 

безопасности, и федеральным органом исполнительной власти, уполномоченным в области 

противодействия техническим разведкам и технической защиты информации, в пределах их 

полномочий (ч. 4 ст. 19 Федерального закона № 152 - ФЗ). 

7.6. Федеральные органы исполнительной власти, осуществляющие функции по 

выработке государственной политики и нормативно-правовому регулированию в 

установленной сфере деятельности, органы государственной власти субъектов Российской 

Федерации, Банк России, органы государственных внебюджетных фондов, иные 

государственные органы в пределах своих полномочий принимают нормативные правовые 

акты, в которых определяют угрозы безопасности персональных данных, актуальные при 

обработке персональных данных в информационных системах персональных данных, 

эксплуатируемых при осуществлении соответствующих видов деятельности, с учетом 

содержания персональных данных, характера и способов их обработки (ч. 5 ст. 19 

Федерального закона № 152 - ФЗ). 

7.7. Ответственность за нарушение требований Федерального закона № 152 - ФЗ: 

7.7.1. Лица, виновные в нарушении требований Федерального закона № 152 - ФЗ, 

несут предусмотренную законодательством Российской Федерации ответственность (ч. 1 ст. 

24 Федерального закона № 152 - ФЗ). 

7.7.2. Моральный вред, причиненный субъекту персональных данных вследствие 

нарушения его прав, нарушения правил обработки персональных данных, установленных 

настоящим Федеральным законом, а также требований к защите персональных данных, 

установленных в соответствии с настоящим Федеральным законом, подлежит возмещению в 

соответствии с законодательством Российской Федерации. Возмещение морального вреда 

осуществляется независимо от возмещения имущественного вреда и понесенных субъектом 

персональных данных убытков (ч. 2 ст. 24 Федерального закона № 152 - ФЗ). 

 

8. Заключительные положения 

 

8.1. Настоящая Политика разрабатывается ответственным за обработку и защиту 

персональных данных в учреждении и утверждается директором Учреждения. 

8.2.  Контроль за соблюдением Политики осуществляет директор Учреждения. 

8.3. Получить разъяснения по интересующим субъектов персональных данных 

вопросам обработки их персональных данных можно, обратившись лично в Учреждении 
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либо направив официальный запрос по почте России по адресу: 600018, г. Владимир, 600018, 

ул. Соколова-Соколенка, 6-г.  

8.4. В случае направления официального запроса в тексте запроса необходимо 

указать: 

- ФИО; 

- номер основного документа, удостоверяющего личность субъекта персональных 

данных или его представителя, сведения о дате выдачи указанного документа и выдавшем 

его органе; 

- сведения, подтверждающие Ваше участие в отношениях с Учреждением либо 

сведения, иным способом подтверждающие факт обработки персональных данных 

Учреждением; 

- подпись гражданина (или его законного представителя).  

8.5. На сайте http://vladimir-shkola6.ru/ в разделе публикуется актуальная версия 

«Политики МБУДО «ДШИ №6» в отношении обработки персональных данных». 

 

9. Контактная информация 

 

Наименование организации: Муниципальное бюджетное учреждение 

дополнительного образования «Детская школа искусств № 6 им. В.А. Солоухина» города 

Владимира (МБУДО «ДШИ №6») 

ИНН: 3329028284 

Фактический адрес: 600018, г. Владимир, ул. Соколова-Соколенка, 6-г 

Телефон, факс: 31-53-53 

Реестр операторов персональных данных: 11-0174407, приказ от 10.02.2011 

 

 


